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�
A1.  Introduction


This appendix contains the terms used in the Langley Research Center (LaRC) standard software process as presented in this Software Engineering Process Guidebook.


A2.  Sources


These definitions are derived, if possible, from the following standard sources; the source is shown in brackets after the definition.


IEEE 610.12-1990.


MIL-STD-498 Software Development and Documentation


Guidebook for MIL-STD-498 Software Development and Documentation Overview and Tailoring


MIL-STD-1815A


DoD-STD-2167A


NASA-STD-2100


Terms with no standard definitions were defined by the Software Engineering & Analysis Lab (SEAL) and have the notation [SEAL] after the definitions.


Special permission to reproduce SEI-93-TR-25 (1993) by Carnegie Mellon University, is granted by the Software Engineering Institute.


CMM(SM) and Capability Maturity Model(SM) are service marks of Carnegie Mellon University.


NO WARRANTY.  THIS CARNEGIE MELLON UNIVERSITY AND SOFTWARE ENGINEERING INSTITUTE MATERIAL IS FURNISHED ON AN “AS IS” BASIS. CARNEGIE MELLON UNIVERSITY MAKES NO WARRANTIES OF ANY KIND, EITHER EXPRESSED OR IMPLIED, AS TO ANY MATTER INCLUDING, BUT NOT LIMITED TO, WARRANTY OF FITNESS FOR PURPOSE OR MERCHANTABILITY, EXCLUSIVITY OR RESULTS OBTAINED FROM USE OF THE MATERIAL.  CARNEGIE MELLON UNIVERSITY DOES NOT MAKE ANY WARRANTY OF ANY KIND WITH RESPECT TO FREEDOM FROM PATENT, TRADEMARK, OR COPYRIGHT INFRINGEMENT.


A3.  Terms and Definitions


�
A


ability to perform - see common features.


acceptance criteria - Criteria a system or component must satisfy to be accepted by a user, customer, or authorized entity.  [SEI-93-TR-25]


acceptance testing - Formal testing to determine if a system satisfies its acceptance criteria and to enable the customer to determine whether to accept the system.  [SEI-93-TR-25]


accurately describes (an item) - Criterion, applied to user/operator/programmer instructions and "as built" design and version descriptions.  Instructions or descriptions correctly depict the software or other item described. [MIL-STD-498]


acquirer - Organization imposing this standard and associated contract on a developer to procure software products for itself or another organization.  [MIL-STD-498]


activities performed - see common features.


activity - Step taken or function (e.g., mental and physical) performed to achieve an objective.  Activities include all work by the managers and technical staff to perform project and organization tasks.  [SEI-93-TR-25] 


action item - (1) Unit in a list assigned to an individual or group for disposition. (2) Accepted action proposal.  [SEI-93-TR-25]


Ada - Computer programming language defined by MIL-STD-1815A, 1983, and the ANSI/ISO Programming Language Ada standard when available.  [SEAL]


adequate test cases, procedures, data, results - Test cases are adequate if they cover all applicable requirements or design decisions, and specify the inputs , expected results, and criteria for evaluating the results.  Test procedures are adequate if they specify the steps to be used in performing each test case.  Test data is adequate if it enables executing the planned test cases and test procedures.  Test or dry run results are adequate if they describe the all test case results and show that all criteria were met, possibly after revision and retesting. [MIL-STD-498]


allocated baseline - see IEEE Std. 610.12-1990.


allocated requirements - see system requirements allocated to software. 


application domain - Bounded set of related systems (i.e., systems addressing a particular problem type).  Development and maintenance in an application domain usually requires special skills and/or resources (e.g., payroll/personnel systems, command/control systems).  [SEI-93-TR-25]


approval - Written notification by an authorized acquirer’s representative that a developer’s plans, design, or other project aspects seem sound and can be the basis for further work.  Such approval does not shift responsibility from the developer to meet contractual requirements.  [MIL-STD-498].


approved software products - Software products approved by management to be put into a software configuration management directory.  [SEAL] 


architectural design - see IEEE Std. 610.12-1990.  NOTE:  “architectural design” and “preliminary design” have the same meaning in this context.


architecture - CSCI or system organizational structure, identifying its components and their interfaces, and a concept of execution among them..  [MIL-STD-498]


asset library - The organization’s process assets (e.g., standard software process, software work products, metrics database and documentation, reusable code) are stored in the asset library and made available to projects and other organizations upon request for training, process definition and maintenance, as product examples, or for project reuse.  [Guidebook]


assurance - Activities, independent of the organization conducting the activity, demonstrating a product’s or process’s conformance to a specified criteria (e.g., design, standard).  [NASA-STD-2100]


audit - Independent examination of a work product(s) to assess compliance with specifications, standards, contractual agreements, or other criteria.  [SEI-93-TR-25]


authentication - Government determination that specification content is acceptable.  [DoD-STD-2167A]


author - Formal Inspection role; person responsible for a software work product.  [SEAL]


�
B


baseline - see IEEE Std. 610.12-1990.


baseline audit - Examining the structure, contents, and facilities of the software baseline library to verify that baselines conform to the documentation describing baselines. [SEI-93-TR-25]


baseline configuration management - Establishing baselines that are formally reviewed and agreed on, and are the basis for further development.  Some software work products (e.g., software design and code), should have baselines established at predetermined points, and a rigorous change control process should be applied.  These baselines provide control and stability when interacting with the customer.  [SEI-93-TR-25]


baseline library - Repository contents for storing configuration items and SCM records.  [SEI-93-TR-25]


baseline management - In configuration management, applying technical and administrative direction to designate the documents, and changes to those documents that formally identify and establish baselines at specific times during the life cycle of a configuration item.  [SEI-93-TR-25]


baselined software products - Software products approved by management, placed under configuration management, and subject to a formal change control process.  [SEAL].


baselined SRS - Software Requirement Specification that is inspected, approved, and moved to the baseline library.  [SEAL]


baselined CSCI - CSCI that is inspected, approved, passed qualification testing, and moved to the baseline library.  [SEAL]


baselined (architecture) Software Design Document - Documented preliminary design that is inspected, approved, and moved to the baseline library.  [SEAL]


baselined (detailed) Software Design Document - Documented software design completed to the software unit level that is inspected, approved, and moved to the baseline library.  [SEAL]


baselining - see IEEE Std. 610.12-1990.


behavioral design - Design of how an overall system or CSCI will behave, from a user’s point of view, in meeting its requirements, and ignoring the internal CSCI or system implementation.  This design contrasts with architectural design identifying the system or CSCI internal components, their interfaces and an execution concept, and with detailed component designs.  [MIL-STD-498]


benchmark - Standard against which measurements or comparisons can be made.  [SEI-93-TR-25]


body - Defines executing a subprogram, package, or task.  A body stub indicates that this execution is defined in a separately compiled subunit.  [MIL-STD-1815A]


build - (1) software version meeting a specified subset of requirements that the completed software meets;. (2) time during which such a version is developed.  Note:  The relationship of the terms  ``build’’ and ``version’’” is up to the developer (e.g., it may take several versions to reach a build, a build may be released in several parallel versions (e.g., different sites), or the terms may be synonyms).  [MIL-STD-498]


�
C


capability maturity model - Description of the stages through which software organizations evolve as they define, implement, measure, control, and improve their software processes.  This model is a guide for selecting process improvement strategies by facilitating determining current process capabilities and identifying the issues most critical to software quality and process improvement.  [SEI-93-TR-25]


certification - see IEEE Std. 610.12-1990.


characteristic - see IEEE Std. 610.12-1990.


code - see IEEE Std. 610.12-1990. 


code under software configuration management - Computer software unit placed in a directory or other location with controlled access.  Any change to this unit must follow a change control process.  [SEAL]


commitment to perform - see common features.


common cause (of a defect) - Defect cause of a defect inherently part of a process or system. Common causes affect every process outcome and everyone working in the process.  [SEI-93-TR-25]


common features - Subdivision categories of the CMM key process areas.  Attributes indicating whether the implementation and institutionalization of a key process area are effective, repeatable, and lasting.  The CMM common features are the following:


	commitment to perform - Organization’s actions to ensure the process is established and will endure. 	Commitment to perform typically involves establishing organizational policies and senior management 	sponsorship.


	ability to perform - Needed preconditions for a project or organization to competently implement the 	software  process.  Typically involves resources, organizational structures, and training.


		activities performed - Description of the roles and procedures necessary to implement a key process 	area.  Activities performed typically involve establishing plans and procedures, performing and tracking 	the work, and taking corrective actions as necessary.


	measurement and analysis - Description of the need to measure the process and analyze the 	measurements.  Measurement and analysis typically includes examples of the measurements that could be 	taken to determine the status and effectiveness of the activities performed.


	verifying implementation - Steps to ensure the activities are performed in compliance with the 	established process.  Verification typically encompasses reviews and audits by management and software 	quality 	assurance.  [SEI-93-TR-25]


compilation unit - Declaration or the body of a program unit, presented for compilation as an independent text.  It is optionally preceded by a context clause, naming other compilation units it depends on by means of one more with clauses.  [MIL-STD-1815A]


component - Value that is a part of a larger value, or an object that is part of a larger object.  [MIL-STD-1815A]


computer-aided software engineering (CASE) - see IEEE Std. 610.12-1990.


computer hardware - Devices capable of accepting and storing computer data, executing a systematic sequence of operations on computer data, or producing control outputs. Such devices can perform substantial interpretation, computation, communication, control, or other logical functions.  [ MIL-STD-498]


computer operation manual - Document with information needed to operate the computers on which the software will run. [ MIL-STD-498]


computer program - Combination of computer instructions and data definitions enabling computer hardware to perform computational or control functions.  [MIL-STD-498]


computer resources - Totality of computer hardware, software, personnel, documentation, supplies, and services applied to a given effort.  [DoD-STD-2167A]


computer software - Combination of associated computer instruction and data definitions that enable the computer hardware to perform computational or control functions.  [DoD-STD-2167A]


computer software component (CSC) - Functional or logically distinct part of a computer software configuration item.  Computer software components may be top-level or lower level.  [NASA-STD-2100]


computer software configuration item (CSCI) - Aggregation of software satisfying an end use function and designated for separate configuration control by the acquirer.  CSCIs are selected based on tradeoffs among software function, size, host or target computers, developer, support concept, plans for reuse, criticality, interface considerations, need to be separately documented and controlled, and other factors.  [MIL-STD-498]


computer software documentation - Technical data or information, including computer listings and printouts, documenting the requirements, design, or details of software.  Explains the software’s capabilities and limitations, or provides operating instructions for using or supporting computer software during its operational life.  [DoD-STD-2167A]


computer software unit (CSU) - Smallest logical entity specified in designing a computer software component, and the actual physical entity in code implementing a testable aspect of the requirements.  The smallest unit for which documentation may be required.  [NASA-STD-2100]


configuration - In configuration management, the functional and physical characteristics of hardware or software as set forth in technical documentation or achieved in a product.  [SEI-93-TR-25]


configuration control - Element of configuration management, consisting of the evaluation, coordination, approval or disapproval, and implementation of changes to configuration items after formally establishing their configuration identification.  [SEI-93-TR-25]


configuration control board (CCB) - see IEEE Std. 610.12-1990.


Configuration Control Board Candidate List - Set of CCRs  and approved Deviations/Waivers submitted to the CCB by the Software Configuration Control Board.  [SEAL]


configuration identification -  Configuration management element, consisting of selecting the configuration items for a system and recording their functional and physical characteristics in technical documentation.  [SEI-93-TR-25]


configuration item (CI) - Aggregation of hardware, software, or both satisfying an end use function and designated for separate configuration control by the acquirer.  [MIL-STD-498]


configuration management (CM) - Activities of the development team and possibly other personnel within the developer’s organization to identify entities (e.g., computer files, documents, configuration items) whose version is to be tracked and controlled; to apply such controls; to keep records of these controls; and to audit that these controls are applied.  [MIL-STD-498]


configuration management activities - Activities performed or controlled by the project software configuration manager. [SEAL]


configuration management directory structure - Tools and procedures to access the contents of the software integration and baseline directories within the configuration management library system.  [SEAL]


configuration management library system - Tools and procedures to access the contents of the software baseline library.  [SEI-93-TR-25]


configuration management manager - Person responsible for all software configuration management activities for a software project.  [SEAL]


configuration management measures - Set of measures (e.g., hours worked, SCRs received) reported to the project software manager by the project software configuration manager. [SEAL]


configuration management products - Software products developed by the software configuration management group that are subject to the project software manager’s approval.  [SEAL]


configuration management tracking system - May be used by the software engineering team to track SCRs, STRs, reusable components, etc.  Set-up by the project software configuration manager and may be used by software project management, quality assurance, configuration management, and developers.  May be implemented as a database.  [SEAL]


configuration management staff - The people responsible for performing configuration management activities on a project.  [SEI-93-TR-25]


configuration status accounting - see IEEE Std. 610.12-1990.


configuration unit - Lowest level entity of a configuration item or component that can be placed into, and retrieved from, a configuration management library system.  [SEI-93-TR-25]


confirmed defects - Defects included in an Inspection Defect List as the consensus of the Formal Inspection Team.  [SEAL]


consistent with indicated product(s) - Criterion means:  (1) no statement or representation in one software product contradicts a statement or representation in another software product; (2) Term, acronym, or abbreviation means the same in all software products, and (3) Given item or concept is referred to by the same name or description in all software products.  [MIL-STD-498]


constant - see object.  [MIL-STD-1815A]


constraint - (1) Determines a subset of the values of a type.  A value in that subset satisfies the constraint.  [MIL-STD-1815A].


contains all applicable information in (a specified DID) -  Criterion uses the DIDs to specify the required content of software products, regardless of whether a document is a deliverable.  Allowances are made for the applicability of each DID topic.  The formatting specified in the DID (e.g., required paragraphing, numbering) are not relevant to this evaluation.  [MIL-STD-498]


context clause - see compilation unit.  [MIL-STD-1815A]


corrected defects - Major defects the author reworked, and the moderator verified as being correct without introducing secondary defects.  [SEAL]


corrective action - Changes to design processes, work instructions, workmanship practices, training, inspections, test, procedures, specifications, drawings, tools, equipment, facilities, resources, or material that result in preventing, minimizing, or eliminating nonconformances.  [SEAL]


critical computer resource - Parameters (e.g., target computer memory, host computer disk space) of the computing resources deemed to be a project risk source because the potential need for those resources may exceed the available amount.  [SEI-93-TR-25]


critical design review (CDR) - Phase transition review for detailed design life cycle phase.  [NASA-STD-2100]


critical path - Series of dependent tasks to be completed as planned to keep the project on schedule.  [SEI-93-TR-25]


�
D


Data Item Description (DID) - The table of contents and associated content description of a document or volume. [NASA-STD-2100]  This guidebook uses DIDs from MIL-STD 498 and created for the Software Engineering & Analysis Lab (SEAL).  See Glossary entries for:


Improvement Study Plan (ISP) (SEAL 2)


Lessons Learned Document (LLD) (SEAL 3 )


Organizational Training Plan (OTP) (SEAL 4 )


Software Baseline Document (SBD) (SEAL 5)


Software Configuration Management Plan (SCMP) (SEAL 1)


Software Design Description (SDD) (MIL-STD-498) (DI IPSC 81435)


Software Development Plan (SDP) (SEAL 6 - Modified from MIL-STD-498))


Software Requirements Specification (SRS) (MIL-STD-498) (DI IPSC 81433)


Software Test Description (STD) (MIL-STD-498) (DI IPSC 81439)


Software Test Plan (STP) (MIL-STD-498) (DI IPSC 81438)


Software Test Report (STR) (MIL-STD-498) (DI IPSC 81440)


Software User Manual (SUM) (MIL-STD-498) (DI IPSC 81443)


Software Version Description (SVD) (MIL-STD-498) (DI IPSC 81442)


System/Subsystem Design Description (SSDD) (MIL-STD-498) (DI IPSC 81432)


System Subsystem Specifications (SSS) (MIL-STD-498) (DI IPSC 81431)


database - Collection of related data stored in one or more computerized files to be accessed by users or computer programs via a database management system.  [MIL-STD-498]


defect - System or system component flaw causing the system or component to fail to perform its required function.  A defect, if encountered during execution, may cause a system failure. [SEI-93-TR-25]


defect density - The number of defects identified in a product divided by the size of the product component (expressed in standard measurement terms for that product).  [SEI-93-TR-25]


defect prevention - Activities to identify defects or potential defects and prevent them from being introduced into a product.  [SEI-93-TR-25]


defect root cause - Underlying reason (e.g. process deficiency) allowing a defect to be introduced.  [SEI-93-TR-25]


defined level - see maturity level.


defined software process - see project’s defined software process.


deliverable software product - Software product required by the contract to be delivered to the acquirer or other designated recipient.  [MIL-STD-498]


developer - Member of the software engineering staff.  [SEAL]


development activities - Activities performed by the software engineering staff.  [SEAL]


development measures - Set of measures (e.g., hours worked, lines of code written) reported to the project software manager by the software engineering staff.  [SEAL]


development testing - see IEEE Std. 610.12-1990.


developmental configuration - Contractor’s software and technical documentation defining the CSCI’s evolving configuration during development.  It is under the contractor’s configuration control and describes the software design and implementation.  The CSCI developmental configuration consists of a Software Design Document (SDD) and source code listings.  Any developmental configuration item may be stored on electronic media.  [DoD-STD-2167A]


developmental configuration management - Applying technical and administrative direction to designate and control software, and associated technical documentation defining the evolving configuration of a software work product during development.  Developmental configuration management is under the developer’s direct control.  Items under developmental configuration management are not baselines, although they may be baselined and placed under baseline configuration management at some point in their development.  [SEI-93-TR-25]


deviation - Noticeable or marked departure from the appropriate norm, plan, standard, procedure, or variable being reviewed.  [SEI-93-TR-25]


deviation/waiver request form - Request a deviation or waiver (see Appendix C).  [SEAL] 


directory - see IEEE Std. 610.12-1990. 


discrepancy - Hardware or software defect or departure from specifications, drawing requirements, or quality standards.  [SEAL]


discrete type - Has an ordered set of distinct values.  Discrete types are the enumeration and integer types.  Discrete types are used for indexing and iteration, and choices in case statements and record variants.  [MIL-STD-1815A]


discriminant - Distinguished component of a record type object or value.  The other component subtypes, or their presence/absence, may depend on the discriminant’s value.  [MIL-STD-1815A]


discriminant constraint - On a record type or private type, specifies a value for each discriminant of the type.  [MIL-STD-1815A]


document - Data medium and the data recorded on it, that generally has permanence and that can be read by humans or machines.  [MIL-STD-498]


document under software configuration management - Document put in a directory or other location with controlled access.  Any change to the document must follow a change control process.  [SEAL]


documentation - see IEEE Std. 610.12-1990. 


documentation set - Four logical volumes for software system:  Management Plan; Product Specification; Assurance and Test Procedures; and Management, Engineering, and Assurance Reports.  [NASA-STD-2100]


documented procedure - see procedure.


domain - Collection of current and future (software) applications that share a set of common characteristics.  [Berard, 1993, p. 185]


dynamic library - see IEEE Std. 610.12-1990.


�
E


effective process - Characterized as practiced, documented, enforced, trained, measured, and able to improve.  [SEI-93-TR-25]


end user - Individual or group who will use the system for its intended operational use when it is deployed in its environment.  [SEI-93-TR-25]


end user representatives - Selected sample of end users who represent the total population of end users.  [SEI-93-TR-25]


engineering group - Collection of individuals (managers and technical staff) representing an engineering discipline (e.g., systems engineering, hardware engineering, system test, software engineering, software configuration management, and software quality assurance).  [SEI-93-TR-25]


evaluation - Determining whether an item or activity meets specified criteria.  [MIL-STD-498]


evaluation procedures - Prescribed set of steps, which may include using evaluation tools, for evaluating a software process or product.  The procedure may apply to any of the verification methods (i.e., demonstration, analysis, test, inspection).  [SEAL]


evaluation tool - Computer application program, or one of its features (e.g., spell checker) for evaluating a software process or product.  [SEAL]


event-driven review/activity - Review or activity performed based on an event occurrence within the project (e.g., a formal review or the completion of a life cycle stage).  [SEI-93-TR-25]


evolutionary acquisition - Acquiring software over a long time in which two or more complete life cycle iterations are used to revise and extend the system to such an extent as to require a major requirements analysis and, therefore, subsequent life cycle iterations.  [NASA-STD-2100]


existing software products - Set of reusable software products, as well as software products developed in previous development activities during a spiral lifecycle.  [SEAL]


expanded name - Expanded name denotes an entity declared immediately within a construct.  An expanded name has the form of a selected component; the prefix denotes the construct (e.g., program unit; block, loop, accept statement); the selector is the simple entity name.  [MIL-STD-1815A]


external hardware interface documentation - Describes the hardware with which the software will interface.  [SEAL]


�
F


firmware - Combination of a hardware device and computer instructions/data that reside as read-only software on the hardware device.  [MIL-STD-498]


follows software development plan - Software product shows evidence of being developed in accordance with the approach described in the software development plan (e.g., following design and coding standards in the plan.)  For the software development plan, criterion applies to updates to the initial plan.  [MIL-STD-498]


formal inspection - Technical examination to find and remove defects in a software work product; at LaRC, conducted according to Instructional Handbook for Formal Inspections.  [SEAL]


formal parameter - see parameter.


formal qualification testing (FQT) - Allows the contracting agency to determine whether a configuration item complies with the allocated requirements for that item.  [DoD-STD-2167A]


formal review - Product is presented to the end user, customer, or interested parties for comment and approval.  Can be a review of the management and technical activities, and the project’s progress.  [SEI-93-TR-25]


formal testing - see IEEE Std. 610.12-1990. 


function - Set of related actions by individual or tools specifically assigned or fitted for their roles, to accomplish a set purpose or end.  [SEI-93-TR-25]


functional baseline - see IEEE Std. 610.12-1990. 


Functional Configuration Audit (FCA) - see IEEE Std. 610.12-1990. 


Functional Configuration Audit (FCA) Report - Documented FCA results. [SEAL].


functional configuration identification - see IEEE Std. 610.12-1990. 


functional requirement - see IEEE Std. 610.12-1990. 


functional testing - see IEEE Std. 610.12-1990. 


�
G


goals - Summary of the key practices of a key process area that can determine whether an organization or project effectively implemented the key process area. The goals signify the scope, boundaries, and intent of each key process area.  [SEI-93-TR-25]


H


hardware - Physical equipment used in data processing, as opposed to computer programs, procedures, rules, and associated documentation.  [NASA-STD-2100]


hardware configuration item - Aggregation of hardware satisfying an end use function, and designated for separate configuration control by the acquirer.  [MIL-STD-498]


header - see IEEE Std. 610.12-1990. 


high risk requirements - Set of requirements with the highest risk of causing schedule/cost overruns and design or implementation difficulties.  [SEAL]


host computer - Computer used to develop software.  [SEI-93-TR-25]


host machine - see IEEE Std. 610.12-1990. 





�
I


increment - Predefined set of units integrated for integration testing by the development organization in response to incremental development plans.  [NASA-STD-2100]


incremental development - see IEEE Std. 610.12-1990. 


implementation - see IEEE Std. 610.12-1990. 


implementation phase - see IEEE Std. 610.12-1990. 


implementation requirement - see IEEE Std. 610.12-1990. 


Improvement Study Plan (ISP) (SEAL 2) - Documents how a change in a process or technology will be implemented, monitored, and evaluated on a selected project [SEAL].


independent verification and validation (IV&V) - Systematic evaluation of software products and activities by an agency not responsible for developing the product or performing the activity being evaluated.  IV&V is not within the scope of this standard.  [MIL-STD-498]


indexed component - Indexed component denoting an array component.  The name form contains expressions specifying the values of the indices of the array component.  An indexed component also may denote an entry in a family of entries.  [MIL-STD-1815A]


informal testing - see IEEE Std. 610.12-1990. 


initial code version - First version of a computer software unit.  [SEAL]


initial document version - First version of a document.  [SEAL]


initial level - see maturity level.


inspection - see IEEE Std. 610.12-1990. 


inspector - Collective term for participants in a formal inspection; the defined roles of; moderator, reader, and recorder are also inspectors.  [SEAL]


instantiation - see IEEE Std. 610.12-1990. 


integrated software management - Unifying and integrating software engineering and management activities into a coherent defined process based on the organization’s standard software process and related process assets.  [SEI-93-TR-25]


integration - see software integration.


interface - see IEEE Std. 610.12-1990. 


interface control - In configuration management, administrative and technical procedures, and documentation necessary to identify functional and physical characteristics between and within configuration items from different developers, and to resolve problems on the specified interfaces. [DoD]  Also see IEEE Std. 610.12-1990. 


interface requirement - see IEEE Std. 610.12-1990. 


interface requirement specification - Document specifying the requirements for one or more interfaces between one or more CSCIs and other configuration or critical items. [MIL-STD-498]


interface specification - see IEEE Std. 610.12-1990. 


interface testing - see IEEE Std. 610.12-1990. 


internally consistent - (1) No two statements or representations in a software product are contradictory; (2) Term, acronym, or abbreviation consistent throughout the software product; (3) Item/concept has same name or description throughout software product.  [MIL-STD-498]


�
J


joint review - Process or meeting involving representatives of the acquirer and developer, during which one or more software products are examined and/or discussed.  [MIL-STD-498]


K


key practices - Infrastructure and activities contributing most to the effective implementation and institutionalization of a key process are.  [SEI-93-TR-25]


key process area - Cluster of related activities that, when performed collectively, achieve a set of goals considered important for establishing process capability.  The key process areas are defined to reside at a single maturity level, and are identified by the SEI to be the principal building blocks to help determine an organization’s software process capability and understand the improvements needed to advance to higher maturity levels.  The Level 2 key CMM process areas are:  requirements management, software project planning, software project tracking and oversight, software subcontract management, software quality assurance, and software configuration management.  The Level 3 key CMM process areas are:  organization process focus, organization process definition, training program, integrated software management, software product engineering, intergroup coordination, and peer reviews.  The Level 4 key process areas are quantitative process management and software quality management.  The Level 5 key process areas are:  defect prevention, technology change management, and process change management.  [SEI-93-TR-25]


L


LaRC Quality Policy - Contents of the Program Assurance Manual (LHB 5300.1) which sets forth policy, procedures, program assurance instruction and documentation for implementing the LaRC safety, quality and reliability requirements.  [SEAL]


language standard - see IEEE Std. 610.12-1990. 


lessons learned - Summary of the problems encountered during a project, attempted solutions, and the resulting failures and successes.  The summary should include the failure or success of the project tools, procedures, and methods.  [SEAL]


Lessons Learned Document (LLD) (SEAL 3) - Completed by the software engineering process group and project team members (i.e., project software manager, software engineering staff, and software configuration management personnel) upon completing the project or other major milestone. .  [SEAL]


life cycle - see software life cycle.
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maintainability - see IEEE Std. 610.12-1990. 


maintenance - Process of modifying a software system or component after delivery to correct faults, improve performance or other attributes, or adapt to a changed environment.  [SEI-93-TR-25]


managed and controlled - Process of identifying and defining software work products that are not part of a baseline and, therefore, not under configuration management, but must be controlled for the project to proceed in a disciplined way.  ``Managed and controlled’’ implies that the work product version in use at a given time (past or present) is known (i.e., version control), and changes are incorporated in a controlled manner (i.e., change control).  [SEI-93-TR-25]


managed level - see maturity level.


manager - Role of providing technical and administrative direction and control to individuals performing tasks or activities within the manager’s area of responsibility.  The traditional managerial functions include:  planning, researching, organizing, directing, and controlling work within an area of responsibility.  [SEI-93-TR-25]


maturity level - Well-defined, evolutionary plateau toward achieving a mature software process.  The five maturity levels in the SEI’s Capability Maturity Model (CMM) are:


initial - Software process characterized as ad hoc and occasionally chaotic.  Few processes are defined, 	and success depends on individual effort.


repeatable - Basic project management processes are established to track cost, schedule, and 	functionality.  The necessary process discipline is in place to repeat earlier successes on projects with 	similar applications.


defined - Software process for management and engineering activities is documented, standardized, and 	integrated into a standard software process for the organization.  All projects use an approved, tailored 	version of the organization’s standard software process for developing and maintaining software.


managed - Detailed measures of the software process and product quality are collected.  Both the 	software process and products are quantitatively understood and controlled.


optimizing - Continuous process improvement is enabled by quantitative feedback from the process and 	from piloting innovative ideas and technologies.  [SEI-93-TR-25]


measure - Unit of measurement (e.g., source lines of code, document pages of design).  [SEI-93-TR-25]


measurement - Dimension, capacity, quantity, or amount of something (e.g., 300 source lines of code or seven document pages of design).  [SEI-93-TR-25]


method - Reasonably complete set of rules and criteria establishing a precise and repeatable way of performing a task and arriving at a desired result.  [SEI-93-TR-25]


methodology - Collection of methods, procedures, and standards defining an integrated synthesis of engineering approaches to the development of a product.  [SEI-93-TR-25]


metric - Quantitative measure of extent or degree to which software possesses and exhibits a certain characteristic, quality, property, or attribute.  [NASA-STD-2100]


milestone - Scheduled event for which an individual is accountable; measures progress.  [SEI-93-TR-25]


mode - (1) see parameter [MIL-STD-1815A]; (2)  Operating circumstance with a predefined result triggered by an input at a specified time.  Has the same definition as ``state.’’ The distinction between ``states’’ and ``modes’’ is arbitrary [MIL-STD-498].


moderator - Participant in Formal Inspections who is responsible for obtaining a good inspection and collecting inspection data.  [SEAL]


modified code - Revision of a computer software unit.  [SEAL].


modified document - Revision of a document.  [SEAL].


mutation testing - see IEEE Std. 610.12-1990. 
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need for change - Reason for modifying a software product.  [SEAL].


need for deviation/waiver - Reason for requesting a deviation or waiver to a process, requirement, or standard.  [SEAL].


non-deliverable software product - Software product that is not required by the contract to be delivered to the acquirer or other designated recipient.  [MIL-STD-498]


non-technical requirements - Agreements, conditions and/or contractual terms affecting and determining the management activities of a software project.  [SEI-93-TR-25]
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object - Contains a value.  A program creates an object by elaborating on an object declaration or by evaluating an allocator.  The declaration or allocator specifies a type for the object: the object can contain only values of that type.  [MIL-STD-1815A]


object oriented design - see IEEE Std. 610.12-1990. 


operation - Elementary action associated with one or more types.  It is implicitly declared by the declaration of the type, or it is a subprogram with a parameter or result of the type.  [MIL-STD-1815A]


operation maintenance phase - see IEEE Std. 610.12-1990. 


operational - see IEEE Std. 610.12-1990. 


operational testing - see IEEE Std. 610.12-1990. 


optimizing level - see maturity level.


organization - Unit within a company or other entity (e.g., government agency or service branch) with which many projects are managed as a whole.  All projects within an organization share a common top-level manager and common policies.  [SEI-93-TR-25]


Organization Training Plan (OTP) (SEAL 4) - Identifies the organizations, schedules, and activities related to training within the organization.  [SEAL]


organizational products - The set of products (e.g., coding standards, organization’s standard software process, organizational software baseline, etc..) developed or obtained by the software development organization  for use on multiple software projects. [SEAL]


organization’s measurement program - Related elements for addressing an organization’s measurement needs, including:  defining organization-wide measurements, methods, and practices for collecting and analyzing organizational measurement data, and measurement goals for the organization.  [SEI-93-TR-25]


organization’s software baseline - Set of organizational norms as defined in the Software Baseline Document (SBD).  [SEAL]


organization’s software process assets - Collection of entities, maintained by an organization for use by projects in developing, tailoring, maintaining, and implementing their software processes.  These software process assets typically include:


the organization’s standard software process


descriptions of the software life cycles approved for use


guidelines and criteria for tailoring the organization’s standard software process


organization’s software process database


library of software process-related documentation


Any entity the organization considers useful in performing process definition and maintenance could be included as a process asset.  [SEI-93-TR-25]


organization’s software process database - Database established to collect and make available data on the software processes and resulting software work products, particularly as they relate to the organization’s standard software process.  The database contains or references actual measurement data and the related information needed to understand the measurement data and assess it for reasonableness and applicability.  


Examples:


Process and work product data include:  estimates of software size, effort, and cost; actual data on software size ,effort, and cost; productivity data; peer review coverage and efficiency; and number an severity of defects found in the software code.  [SEI-93-TR-25]


organization’s standard software process - Operational definition of the basic process guiding establishing a common software process across the organization’s software projects.  It describes the fundamental software process elements that each project is expected to incorporate into its defined software process.  It also describes the relationships (e.g., ordering and interfaces) between these software process elements.  [SEI-93-TR-25]


organizational software baseline - Organizational statistical norms for processes and products based upon software metrics, and captured in process/product characteristics, relationships, and models. [SEAL]


�
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package - Specifies a group of logically related entities (e.g., types, objects of those types, and subprograms with parameters of those types) written as a package declaration and a package body.  The package declaration has a visible part with the declarations of all entities that can be explicitly used outside the package.  It also may have a private part with structural details completing the specification of the visible entities, but which are irrelevant to the user.  The package body has subprogram implementations (and possibly tasks as other packages) specified in the package declaration.  A package is one kind of program unit.  [MIL-STD-1815A]


packaging - see IEEE Std. 610.12-1990. 


parameter - Named entity with a subprogram, entry, or generic unit, to communicate with the corresponding subprogram body, accept statement, or generic body.  A formal parameter is an identifier denoting that the parameter is the particular entity associated with the corresponding formal parameter by a subprogram or entry call, or generic instantiation.  The formal parameter mode specifies whether the associated actual parameter supplies a value for the formal parameter, or the formal supplies a value for the actual parameter, or both.  The association of actual parameters with formal parameters can be specified by named or positional associations, or by a combination.  [MIL-STD-1815A]


Pareto analysis - Analysis of defects by ranking causes from most significant to least significant.  Pareto analysis (named after the 19th-century economist Vilfredo Pareto) is based on the principle that most effects come from few causes (i.e., 80% of the effects come from 20% of the possible causes).  [SEI-93-TR-25]


partitioning - Determining each delivery’s content when using phased delivery, or determining the content of each segment when using incremental development.  [NASA-STD-2100]


patch - see IEEE Std. 610.12-1990. 


path - see IEEE Std. 610.12-1990. 


path analysis - see IEEE Std. 610.12-1990. 


perfective maintenance - see IEEE Std. 610.12-1990. 


periodic review/activity - Review or activity at specified regular time intervals.  [SEI-93-TR-25]


performance - see IEEE Std. 610.12-1990.


performance requirement - see IEEE Std. 610.12-1990.


performance specification - see IEEE Std. 610.12-1990.


phase - see IEEE Std. 610.12-1990.


phased delivery - Developing and delivering a product in stages, each providing an increased software capability.  The process may provide an early operational capability to users, for budgetary reasons, or because of risk, size, or complexity.  Each delivery should undergo acceptance testing prior to operational release.  The capabilities in each delivery are determined by prioritizing and partitioning the requirements.  This is documented in the Requirements section of the Product Specification.  [NASA-STD-2100]


Physical Configuration Audit (PCA) - Formally examining the as-built configuration of a unit of a computer software configuration item (CSCI) against its technical documentation to establish the CSCI’s initial product configuration identification.  [NASA-STD-2100]


Physical Configuration Audit Report - Documented results of the PCA.  [SEAL].


physical requirement - see IEEE Std. 610.12-1990.


policy - Guiding principle, typically established by senior management, adopted by an organization or project to influence and determine decisions.  [SEI-93-TR-25]


portability - see IEEE Std. 610.12-1990.


preliminary design - see architectural design.


preliminary design review (PDR) - The phase transition review for the Architectural Design life cycle phase.  [NASA-STD-2100]


preventive maintenance - see IEEE Std. 610.12-1990.


prime contractor - Individual, partnership, corporation, or association administering a subcontract to design, develop, and/or manufacture one or more products.  [SEI-93-TR-25]


procedure - (1) Written description of a course of action to perform a given task [SEI-93-TR-25], (2)  see subprogram.  [MIL-STD-1815A]


process - Organized set of activities performed for a given purpose (e.g., the software development process).  [MIL-STD-498]


process capability - Range of expected results that can be achieved by using a process.  [SEI-93-TR-25]


process capability baseline - Documented characterization of the range of expected results normally achieved by following a specific process under typical circumstances.  It is typically established at an organizational level.  [SEI-93-TR-25]


process characteristics - Characteristics (e.g., average labor hours, average number of errors found) of the organization’s standard software process.  [SEAL]


process database - see organization’s software process database.


process description - Operational definition of a process’ major components.  Documentation specifying (in a complete, precise, verifiable manner) the process’ requirements, design, behavior, or other characteristics.  It also may include the procedures for determining if these provisions are satisfied.  Process descriptions may be found at the task, project, or organizational level.  [SEI-93-TR-25]


process development - Defining and describing a process, including planning, architecture, design, implementation, and validation.  [SEI-93-TR-25]


process measurement - Set of definitions, methods, and activities to take measurements of a process and its resulting products to characterize and understand the process.  [SEI-93-TR-25]


process performance - Measure of the actual results achieved by following a process.  [SEI-93-TR-25]


process performance baseline - Documented characterization of the results achieved by following a process; used as a benchmark for comparing actual process performance against expected process performance.  Process performance baseline is typically established at the project level, although the initial process performance baseline is usually derived from the process capability baseline.  [SEI-93-TR-25]


process tailoring - Creating a process description by elaborating, adapting, and/or completing the details of process elements or other incomplete process specifications.  Specific business needs for a project usually are addressed during process tailoring.  [SEI-93-TR-25]


product - see software product and software work product. 


product baseline - see IEEE Std. 610.12-1990.


product configuration identification - see IEEE Std. 610.12-1990.


product characteristics - Characteristics (e.g., size, format) of software work products.  [SEAL]


product specification - One of four logical volumes in a documentation set; it encompasses all technical engineering information related to software development.  [NASA-STD-2100]


product support - see IEEE Std. 610.12-1990.


profile - Comparison, usually in graphical form, of plans or projections versus actuals, typically over time.  [SEI-93-TR-25]


program - (1) Composed of several compilation units, one of which is a subprogram called the ``main program.’’  Executing the program consists of executing the main program, which may invoke subprograms declared in the program’s other compilation units.  [MIL-STD-1815A]; (2) directed, funded effort to acquire, develop, or maintain a product.  [SEAL]


program design language (PDL) - see IEEE Std. 610.12-1990.


program mutation - see IEEE Std. 610.12-1990.


program unit - Any one of a generic unit, package, subprogram, or task unit.  [MIL-STD-1815A]


programming support environment - see IEEE Std. 610.12-1990.


project - Concerted effort focusing on developing and/or maintaining a specific product.  The product may include hardware, software, and other components. Typically, a project has its own funding, cost accounting, and delivery schedule.  [SEI-93-TR-25]


project’s defined software process - Operational definition of the project’s software process.  The project’s defined software process is a well-characterized and understood software process, described as software standards, procedures, tools, and methods.  It is developed by tailoring the organization’s standard software process to fit the specific project characteristics.  [SEI-93-TR-25]


project manager - Role with total business responsibility for a project; the individual who directs, controls, administers, and regulates a project building a software or hardware/software system.  The project manager is ultimately responsible to the customer.  [SEI-93-TR-25]


project plan - see IEEE Std. 610.12-1990.


project software manager - Role with total responsibility for all project software activities.  The project manager works with this individual on software commitments and who controls the software resources for a project.  [SEI-93-TR-25]


Promotion Notification Form (PNF) - Used to request that a software product be placed under software configuration management (see Appendix C).  [SEAL].


prototype - see IEEE Std. 610.12-1990.


prototyping - Process to explore alternatives and minimize risks.  Prototyping can be used in any life cycle phase.  The product of the process is usually a report.  [NASA-STD-2100]


prototyping lessons learned - Information learned from developing a software preliminary type, form, or instance to permit user feedback, determine feasibility, or investigate timing or other issues in support of the development process.  [SEAL]
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qualification - see IEEE Std. 610.12-1990.


qualification testing -Testing to demonstrate to the acquirer that a CSCI or system meets its specified requirements.  [MIL-STD-498]


qualification test cases - Set of test cases used in qualification testing.  [SEAL]


qualification test procedures - Set of test procedures used in qualification testing.  [SEAL]


qualification test report - Test report documenting the results of qualification testing.  [SEAL]


qualified CSCI - CSCI that passed qualification testing.  [SEAL]


qualified expression - Expression preceded by an indication of its type or subtype.  Such qualification is used when, in its absence, the expression might be ambiguous (e.g., consequence of overloading).  [MIL-STD-1815A]


quality - (1) Degree to which a system, component, or process meets specified requirements; (2) Degree to which a system, component, or process meets customer or user needs/expectations.  [SEI-93-TR-25]


quality assurance (QA) - (1) Planned and systematic pattern of all actions necessary to provide adequate confidence that a software work product conforms to established technical requirements; (2) Set of activities to evaluate the process by which software work products are developed and/or maintained . [SEI-93-TR-25]


quality attribute - see IEEE Std. 610.12-1990.


quality control (QC) - see IEEE Std. 610.12-1990.


quality metric - see IEEE Std. 610.12-1990.


quality program requirement - Requirement for establishing and maintaining a quality program in accordance with higher level quality requirements (e.g., NHB 5300.4(1B-1), Quality Program Provision for Aeronautical and Space Systems; MIL-Q-9858A, Quality Program Requirements; and ANSI/ASQC Q-91,Quality Management and Quality Assurance Standards.  The specification requires the program to ensure adequate quality in all areas of contract performance (e.g., design, development, fabrication, processing, assembly, inspection, test, maintenance, packaging, shipping, storage and site installation).  [SEAL]
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rapid prototyping - see IEEE Std. 610.12-1990.


reader - Participant in a formal inspection who guides the team through the work product during the meeting.  [SEAL]


real time - see IEEE Std. 610.12-1990.


recorder - Formal inspection participant who accurately records the defects found during the meeting.  [SEAL]


re-engineering - Examining and altering a system to reconstitute it in a new form.  May include:  reverse engineering (i.e., analyzing a system and producing a representation at a higher level of abstraction, such as design from code), restructuring (i.e., transforming a system from one representation to another at the same abstraction level), redocumentation (i.e., analyzing a system and producing user or support documentation), forward engineering (i.e., using software products derived from an existing system and new requirements, to produce a new system), retargeting (i.e., transforming a system to install it on a different target system), and translation (i.e., transforming source code from one language to another or from one language version to another).  [MIL-STD-498]


release - Configuration management action whereby a particular software version is made available for a specific purpose.  [DoD-STD-2167A]


regression testing - see IEEE Std. 610.12-1990.


reliability - see IEEE Std. 610.12-1990.


repeatable level - see maturity level.


repository - Collection of standards, procedures, guides, practices, rules, etc., supplementing information in a documentation set.  In general, the documentation set describes what is to be done and the repository provides the how to instructions.  A repository usually contains information applicable to multiple software systems.  [NASA-STD-2100]


Request for Deviation/Waiver  -  Request for a waiver or deviation from a required process or product (see Appendix C).  [NASA-STD-2100]


required training - Training designated by an organization as required to perform a specific role.  [SEI-93-TR-25]


requirement - (1) Characteristic that a system or CSCI must possess to be acceptable to the acquirer; (2) Mandatory statement in this standard or another contract portion.  [MIL-STD-498]


requirements allocation - Distributing software system requirements to subordinate software subsystems or lower level elements.  [NASA-STD-2100]


requirements analysis - see IEEE Std. 610.12-1990.


requirements phase - see IEEE Std. 610.12-1990.


requirements specification - see IEEE Std. 610.12-1990.


resource availability - Means to develop a product or perform a service, including available personnel, tools, subcontractors, etc.  [SEAL]


resource management - see IEEE Std. 610.12-1990.


reusability - see IEEE Std. 610.12-1990.


reusable - see IEEE Std. 610.12-1990.


reusable software product - Developed for one use, but having other uses, or developed to be reused on multiple projects or in multiple roles on one project (e.g.,  commercial off-the-shelf (COTS) software products, acquirer-furnished software products, software products in reuse libraries, and pre-existing developer software products).  Each use may include all or part of the software product and may involve its modification.  This term can be applied to any software product (e.g., requirements, architectures) not just to software.  [MIL-STD-498]


review - see IEEE Std. 610.12-1990.


review item discrepancy - Discrepancy report used when reviewing documentation.  [NASA-STD-2100]


risk - Possibility of suffering loss.  [SEI-93-TR-25].  The likelihood of an undesirable event occurring and the severity of the consequences of the occurrence.  [NHB 7120.5]


risk management - Approach to problem analysis that weighs risks in a situation by using risk probabilities for a more accurate understanding of the risks involved.  Risk management includes:  risk identification, analysis, prioritization, and control.  [SEI-93-TR-25]


risk management plan - Collection of plans describing the risk management activities to be performed on a project.  [SEI-93-TR-25]


role - Unit of defined responsibilities that may be assumed by one or more individuals.  [SEI-93-TR-25]


roll-out - Mechanism for recording sections of a volume in physically separate documents, while maintaining traceability and links to the parent document.  [NASA-STD-2100]


routine - see IEEE Std. 610.12-1990.
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satisfy - see constraint, subtype.


selected component - Name consisting of a prefix and identifier called the ``selector.’’  Selected components denote record components, entries, and objects designated by access values; they also are used as expanded names.  [MIL-STD-1815A]


senior manager - Management role at a high organizational level that primarily focuses on the organization’s long-term vitality, rather than short-term project and contractual concerns and pressures.  [SEI-93-TR-25]


simulation - see IEEE Std. 610.12-1990.


simulator - see IEEE Std. 610.12-1990.


sizing - see IEEE Std. 610.12-1990.


software - Computer programs and computer databases. Note:  Although some software definitions include documentation, MIL-STD-498 limits the definition to computer programs and databases in accordance with Defense Federal Acquisition Regulation Supplement 227.401.  [MIL-STD-498]


software activities - see activity.


software architecture - see architecture.


Software Baseline Document (SBD) (SEAL 5) - Documents the organizational norms as models, relationships, and characteristics.  These are identified by analyzing metrics from the metric database of projects following the organization’s standard software process.  [SEAL]


software baseline library - see baseline library.


software build - see build.


Software Change Request  (SCR) - Request to modify any software documentation or product. [SEAL]


Software Change Request (SCR) Analysis -  Documented review of a SCR indicating what products will be impacted by the change, estimated hours and cost to implement the change, etc.. [SEAL]


Software Change Request (SCR) Form - Form used to write a SCR (see Appendix C). [SEAL]


software characteristic - see characteristic.


software configuration control board (SCB) - see configuration control board.


software configuration control board (SCB) candidate list - see configuration control board (CCB) candidate list (see Appendix C).


software configuration management - see configuration management.


software configuration management activities - see configuration management activities


software configuration management directory structure - see configuration management directory structure.


software configuration management manager- see configuration management manager.


Software Configuration Management Plan (SCMP) (SEAL 6) - Identifies the organizations and procedures to be used by the contractor to perform activities related to software configuration management (SCM) specified by MIL-STD-498.  The SCMP is used to evaluate the contractor’s plans for implementing SCM.  [SEAL]


software configuration management products - see configuration management products.


software configuration management tracking system -  see configuration management tracking system.


Software Design Description (SDD) (MIL-STD-498) (DI-IPSC-81435) - Describes the design of a computer software configuration item (CSCI), CSCI-wide design decisions, and the CSCI architectural and detailed designs needed to implement the software.  [MIL-STD-498 Guidebook]


software developer - see developer.


software development - Activities resulting in software products.  Software development may include new development, modification, reuse, re-engineering, maintenance, or any other activities resulting in software products.  [MIL-STD-498]


Software Development File (SDF) - Repository for material pertinent to developing a particular body of software.  Contents typically include: (directly or by reference) design considerations, rationale, and constraints; implementation considerations, rationale, and constraints; test information; and schedule and status information.  [MIL-STD-498]


Software Development Library (SDL) - Controlled collection of software, documentation, other intermediate and final software products, and associated tools and procedures to facilitate the orderly development and subsequent support of software.  [MIL-STD-498]


Software Development Plan (SDP) (SEAL 6 - Modified from MIL-STD-498) -  Describes the software developer(s)’ plan for conducting a software development effort.  Covers new development, modification, reuse, reengineering, maintenance, and all other activities resulting in software products.  Provides insight into and a tool for monitoring the processes to followed for software development; the methods to be used; the approach to followed in each activity; and the project’s schedules, organization, and resources.  [MIL-STD-498 Guidebook]


software development process - Organized set of activities to translate user needs into software products.  [MIL-STD-498]


software development roles - Set of all roles in a software project.  [SEAL]


software engineering - In general, a synonym for software development.  As used in MIL-STD-498, the subset of software development consisting of requirements analysis, design, implementation, and possibly unit testing and unit integration and testing.  The standard makes this distinction to give separate names to the software engineering and software test environments.  [MIL-STD-498]


software engineering environment - Facilities, hardware, software, firmware, procedures, and documentation to perform software engineering.  Elements may include, but are not limited to, computer-aided software engineering (CASE) tools, compilers, assemblers, linkers, loaders, operating systems, debuggers, simulators, emulators, documentation tools, and database management systems.  [MIL-STD-498]


software engineering group - Individuals (managers and technical staff) responsible for a project’s software development and maintenance (i.e., requirements analysis, design, code, and test).  Groups performing software-related work, such as the software test group, software quality assurance group, software configuration management group, and software engineering process group, are not included in the software engineering group.  [SEI-93-TR-25]


software engineering process group (SEPG) - Specialists who facilitate defining, maintaining, and improving the organization’s software process.  In the key practices, this group is generically referred to as ``the group responsible for the organization’s software process activities.’’  [SEI-93-TR-25]


software engineering staff - Software technical people (e.g., analysts, programmers, and engineers), including software task leaders, who perform the project’s software development and maintenance activities, but who are not managers.  [SEI-93-TR-25]


software integration - Process of putting together selected software components to provide the set or specified subset of the capabilities that the final software system will provide.  [SEI-93-TR-25]


software item - see IEEE Std. 610.12-1990.


software library - see IEEE Std. 610.12-1990.


software life cycle - Time from software product conception to when the software is no longer available for use.  The software life cycle typically includes a concept phase, requirements phase, design phase, implementation phase, test phase, installation and checkout phase, operation and maintenance phase, and, sometimes, retirement phase.  [SEI-93-TR-25]


software plans - Collection of formal and informal plans to express how software development and/or maintenance activities are performed (e.g., software development plan, software quality assurance plan, software configuration management plan, software test plan, risk management plan, and process improvement plan.)  [SEI-93-TR-25]


software process - see IEEE Std. 610.12-1990.


software process assessment - Appraisal by a trained team of software professionals to determine the organization’s state of current software process, to determine the high-priority software process-related issues facing an organization, and to obtain the organizational support for software process improvement.  [SEI-93-TR-25]


software process assets - see organization’s software process assets.


software process improvement - Continual and iterative improvement of the software process and products using project experiences.  [NASA-GB-001-95]


software process improvement plan - Plan, derived from the recommendations of a software process assessment, identifying specific actions  to improve the software process and outlining the plans for implementing those actions. Sometimes referred to as an ``action plan.’’  [SEI-93-TR-25]


software process maturity - Extent to which a specific process is explicitly defined, managed, measured, controlled, and effective.  Maturity implies potential growth in capability and indicates the organization’s richness in software process and consistency in applying it throughout the project.  [SEI-93-TR-25]


software process performance - see process performance.


software process-related documentation - Example documents and document fragments expected to be used in future projects when tailoring the organization’s standard software process.  The examples may include:  project’s defined software process, standards, procedures, software development plans, measurement plans, and process training materials.  [SEI-93-TR-25]


software product - Software or associated information created, modified, or incorporated to satisfy a contract (e.g., plans, requirements, design, code, databases, test information, and manuals).  [MIL-STD-498]


software products under CM control - Software artifacts in the integration or baseline directories.  Copies of these may be delivered to the customer, submitted to a reuse library, delivered to another organization for independent verification and validation, and/or given to a maintenance team.  [SEAL]


software project - Undertaking focusing on analyzing, specifying, designing, developing, testing, and/or maintaining the software components and associated system documentation.  A software project may be part of a project building a hardware/software system.  [SEI-93-TR-25]


software quality - The ability of software to satisfy its specified requirements.  [MIL-STD-498]


software quality management - Defining quality goals for a software product, establishing plans to achieve these goals, and monitoring and adjusting the software plans, software work products, activities, and quality goals to satisfy the customer and end users.  [SEI-93-TR-25]


software related group - Collection of individuals (managers and technical staff) representing a software engineering discipline that supports, but is not directly responsible for, software development and/or maintenance (e.g., software engineering disciplines include software quality assurance and software configuration management).  [SEI-93-TR-25]


software repository - see IEEE Std. 610.12-1990.


software requirement - Condition or capability the software must meet so a user can solve a problem or achieve an objective.  [SEI-93-TR-25]


Software Requirements Review (SRR) - see IEEE Std. 610.12-1990.


Software Requirements Specification (SRS) (MIL-STD-498) (DI-IPSC-81433) - Specifies the requirements for a computer software configuration item (CSCI) and the methods to be used to ensure that each requirement is met.  [MIL-STD-498 Guidebook]


software support - Activities to ensure that software installed at user sites continues to perform as intended, and fulfill its intended role in system operation.  Software support includes software maintenance, aid to users, and related activities.  [MIL-STD-498]


software system - System consisting solely of software and possibly the computer equipment on which the software operates.  [MIL-STD-498]


Software Test Description (STD) (MIL-STD-498) (DI-IPSC-81439) - Describes the test preparations, test cases, and test procedures to be used to perform qualification testing of a computer software configuration item (CSCI) or a software system or subsystem.  [MIL-STD-498 Guidebook]


software test environment - Facilities, hardware, software, firmware, procedures, and documentation needed to test software.  Elements may include, but are not limited to, simulators, code analyzers, test case generators, and path analyzers, and may include elements used in the software engineering environment.  [MIL-STD-498]


software test incident - see IEEE Std. 610.12-1990.


Software Test Plan (STP) (MIL-STD-498) (DI-IPSC-81438) - Describes plans for qualification testing of computer software configuration items (CSCI) and software systems.  Describes the software test environment to be used for the testing, identifies the tests to be performed, and provides schedules for test activities.  There is usually a single STP for a project. [MIL-STD-498 Guidebook]


Software Test Report (STR) (MIL-STD-498) (DI-IPSC-81440) - Provides a record of the qualification testing performed on a computer software configuration item (CSCI), a software system or subsystem, or other software-related item.  Enables the acquirer to assess the testing and its results.  [MIL-STD-498 Guidebook]


software tester -see tester.


software tool - see IEEE Std. 610.12-1990.


software transition - Activities enabling responsibility for software development to pass from one organization (usually performs initial software development), to another (usually performs software support).  [MIL-STD-498]


software trouble report (STR) - Documents a real or potential software error (see Appendix C).  [SEAL]


software unit - Logical element (e.g., a major CSCI subdivision, subdivision component, class, object, module, function, routine, or database) in designing a CSCI.  Software units may occur at different hierarchy levels, and may consist of other software units.  Software units in the design may or may not be in one-to-one relationships with the code and data entities (e.g. routines, procedures, databases, data files)  [MIL-STD-498]


Software User Manual (SUM) (MIL-STD-498) (DI-IPSC-81443) - Tells a hands-on software user how to install and use a computer software configuration item (CSCI), group of related CSCIs, or software system or subsystem.  May also cover a particular aspect of software operation, such as instructions for a position or task.  Developed for software that is run by the user and has a user interface requiring on-line user input, or interpretation of displayed output. [MIL-STD-498 Guidebook]


Software Version Description (SVD) - (MIL-STD-498) (DI-IPSC-81442) - Identifies and describes a software version consisting of one or more computer software configuration items (CSCI).  Used to release, track, and control software versions.  “Version” may mean the initial release of the software, a subsequent release of the software, or one of multiple forms of the software released [MIL-STD-498 Guidebook]


software work product - Any artifact created in defining, maintaining, or using a software process, including process descriptions, plans, procedures, computer programs, and associated documentation, which may or may not be intended for delivery to a customer or end user.  [SEI-93-TR-25]


source code - see IEEE Std. 610.12-1990.


special case (of a defect) - Defect cause specific to a transient circumstance and not an inherent part of a process.  Special causes provide random variation (noise) in process performance.  [SEI-93-TR-25]


specification - see IEEE Std. 610.12-1990.


specification change notice (SCAN) - see IEEE Std. 610.12-1990.


spiral model - see IEEE Std. 610.12-1990.


standard(s) - see IEEE Std. 610.12-1990.


staff - Individual, including task leaders, who accomplish assigned function, such as software development or software configuration management, but who are not managers.  [SEI-93-TR-25]


stage - Software effort partition that is a manageable size and represents a meaningful and measurable set of related tasks performed by the project.  A stage is usually considered a subdivision of a software life cycle, and often ends with a formal review prior to beginning the following stage.  [SEI-93-TR-25]


standard software process - see organization’s standard software process.


state - see IEEE Std. 610.12-1990.


state data - see IEEE Std. 610.12-1990.


state diagram - see IEEE Std. 610.12-1990.


statement of work - Customer-supplied description of all work required to complete a project.  [SEI-93-TR-25]


statement testing - see IEEE Std. 610.12-1990.


static analysis - see IEEE Std. 610.12-1990.


status -  Condition of the process or product.  [SEAL]


stepwise refinement - see IEEE Std. 610.12-1990.


subcomponent - A component, or a component of another subcomponent.  [DoD-STD-2167A]


subcontractor - Individual, partnership, corporation, or association contracting with an organization (i.e., the prime contractor) to design, develop, and/or manufacture one or more products.  [SEI-93-TR-25]


subsystem - see IEEE Std. 610.12-1990.


support - see IEEE Std. 610.12-1990.


support software - see IEEE Std. 610.12-1990.


system -  Collection of components to accomplish a specific function or set of functions.  [SEI-93-TR-25].


system engineering group - Individuals (managers and technical staff) responsible for specifying the system requirements; allocating the system requirements to the hardware, software, and other components; specifying the interfaces between the hardware, software, and other components; and monitoring the design and development of these components to ensure conformance with their specifications.  [SEI-93-TR-25]  The system engineering group also performs the integration testing of the various components.  [SEAL]


system requirement - Condition or capability that must be met or possessed by a system or system component to satisfy a condition or capability needed by a user to solve a problem.  [SEI-93-TR-25]


system requirements allocated to software - Subset of the system requirements to be implemented in the system’s software components.  The allocated requirements are a primary input to the software development plan.  Software requirements analysis elaborates and refines the allocated requirements and results in software requirements which are documented.  [SEI-93-TR-25]


system software - see IEEE Std. 610.12-1990.


System/Subsystem Design Description (SSDD) (MIL-STD-498) (DI-IPSC-81432) - Describes the system- or subsystem-wide design and the architectural design of a system or subsystem.  [MIL-STD-498 Guidebook]


System/Subsystem Specification (SSS) (MIL-STD-498) (DI-IPSC-81431) - Specifies the requirements for a system or subsystem, and the methods to be used to ensure that each requirements is met.  May be prepared as a system specification or subsystem specification (each with the acronym SSS). [MIL-STD-498 Guidebook]


system testing - see IEEE Std. 610.12-1990.


�
T


tailor - Modify a process, standard, or procedure to better match process or product requirements.  [SEI-93-TR-25]


target computer - Computer on which delivered software will operate.  [SEI-93-TR-25]


task - (1) Sequence of instructions treated as a basic work unit; (2) Well-defined work unit in the software process that provides management with a visible checkpoint into the projects. Tasks have readiness criteria (preconditions) and completion criteria (post-conditions).  [SEI-93-TR-25]


technical requirements - Describe what the software must do and its operational constraints (e.g., functional, performance, interface, and quality requirements).  [SEI-93-TR-25]


technology - Applying science and/or engineering to accomplish a particular result.  [SEI-93-TR-25]


test - see IEEE Std. 610.12-1990.


tester - Individual testing the software being developed.  In qualification testing, this role may not be filled by the person who developed the software.  [SEAL]


testable - Requirement or set of requirements is considered testable if an objective and feasible test can be designed to determine whether each requirement was met.  [MIL-STD-498]


test bed - see IEEE Std. 610.12-1990.


test case - see IEEE Std. 610.12-1990.


test procedure - see IEEE Std. 610.12-1990.


test repeatability - see IEEE Std. 610.12-1990.


test report - see IEEE Std. 610.12-1990.


test summary report - see IEEE Std. 610.12-1990.


test unit - see IEEE Std. 610.12-1990.


testability - (1) Degree to which a system or component facilitates establishing test criteria and performing tests to determine whether those criteria are met;. (2) Degree to which a requirement is stated in terms for establishing test criteria and performing tests to determine whether those criteria were met.  [SEI-93-TR-25]


testing - Manually or automatically exercising or evaluating software to demonstrate that it satisfies specified requirements or to identify differences between expected and actual results.  [NASA-STD-2100]


timing - see IEEE Std. 610.12-1990.


timing analyzer - see IEEE Std. 610.12-1990.


tool - Hardware device or computer program to help develop, test, analyze, or maintain another device or computer program or its documentation. [NASA-STD-2100]


traceability - Degree to which a relationship can be established between two or more products of the development process, especially products having a predecessor, successor, or master-subordinate relationship to one another (e.g., the degree to which the requirements and design of a given software component match).  [SEI-93-TR-25]


traceability matrix - see IEEE Std. 610.12-1990.


train - Make proficient with specialized instruction and practice.  [SEI-93-TR-25]


training group - Individuals (managers and staff) responsible for coordinating and arranging an organization’s training activities.  This group typically prepares and conducts most of the training courses and coordinates use of other training vehicles.  [SEI-93-TR-25]


training program - Set of related elements focusing on addressing an organization’s training needs.  It includes an organization’s:  training plan, training materials, development of training, conduct of training, training facilities, evaluation of training, and maintenance of training records.  [SEI-93-TR-25]


training waiver - Written approval exempting an individual from training designated as required for a specific role.  The exemption is granted because it is objectively determined that the individual has the needed skills to perform the role.  [SEI-93-TR-25]


�
U


unit - (1) Separate testable element specified in designing a software component; (2) Logically separable part of a program; (3) Software component not divided into other components.  [SEI-93-TR-25]


unit requirements documentation - see IEEE Std. 610.12-1990.


unit source code - Source code for a software unit  [SEAL]


unit test cases - Set of test cases for an individual unit of code.  [SEAL]


unit test procedures - Set of test procedures for a unit of code.  [SEAL]


unit test report - Test report for an individual unit of code.  [SEAL]


unit testing - see IEEE Std. 610.12-1990.


usability - see IEEE Std. 610.12-1990.


user - see end user.  [SEI-93-TR-25]


user documentation - see IEEE Std. 610.12-1990.


user friendly - see IEEE Std. 610.12-1990.


user guide - see user manual. see IEEE Std. 610.12-1990.


user interface - see IEEE Std. 610.12-1990.


user manual - see IEEE Std. 610.12-1990.


�
V


validation - Evaluating a system or component during or at the end of the development process to determine whether it satisfies specified requirements.  [SEI-93-TR-25]


verification - (1) Evaluating a system or component to determine whether the products of a given development phase satisfy the conditions imposed at the start of that phase.  [SEI-93-TR-25]


verification and validation (V&V) -(1) Evaluating software to ensure compliance with requirements and determining whether the products of a given development phase fulfill the requirements established during the previous phase; (2) Ensuring that software being developed or maintained satisfies functional and other requirements, and each development step yields the right products.  [NASA-STD-2100]


verifying implementation - see common features.


version - see IEEE Std. 610.12-1990.


W


waiver - see IEEE Std. 610.12-1990.


walk-through - see IEEE Std. 610.12-1990.


waterfall model - see IEEE Std. 610.12-1990.


well-defined process - Process including readiness criteria, inputs, standards, and procedures for performing the work, verification mechanisms (e.g., peer reviews), outputs, and completion criteria. see effective process.  [SEI-93-TR-25]
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