PARTICIPATE IN SYSTEM INTEGRATION AND SYSTEM QUALIFICATION TESTING


Overview


This activity describes the software developers participation in systems integration and qualification testing.  This process is “owned” by the systems engineering and system test groups, and the software developer participates as a member of these groups.  The subactivities included are commonly performed by software developers during system integration and qualification testing.  They are not an exhaustive set of integration, qualification testing, and system management activities (e.g., updating project schedules, estimating labor hours) that may be performed during this phase.


Roles and Responsibilities


The system engineering group performs system integration and system integration testing.  Software developers may participate in system integration activities as group members.


The system test group performs the system qualification testing.  Software developers may participate in system qualification testing as group members, but not group leaders.


Controls


The preliminary system test plan(s) dictating on a high project level the overall test schedule, required documentation, and personnel.


The project plans dictating the overall project schedule and personnel resources.


Inputs


Configuration Change Requests (CCR) indicating changes to system-level products (e.g., qualification test descriptions, integration test descriptions).


Qualified software components ready to be integrated with other hardware and/or software components (see activity 3.2 Perform Software Development).


Inspected system requirements defining how the overall system should function, what it should receive as input and produce as output; and how it should interact with the environment, users, and other interfacing systems.  These may take the form of a MIL-STD-498 System/Subsystem Specification (SSS) (see Appendix E) or other equivalent system documentation (see activity 3.1.1 Define System Requirements).


Inspected system design describing the various subsystems, their interfaces, and allocated system requirements.  These may take the form of a MIL-STD-498 System/Subsystem Design Description (SSDD) (see Appendix E) or equivalent system documentation (see activity 3.1.2 Define System Design).


Hardware components ready to be integrated with other hardware and/or software components.


Procedures


Although the following two subactivities are not started sequentially, they must be sequentially completed.  Writing test cases in subactivity 3.3.2 Participate in System Qualification Testing should start as the system requirements are defined.  Defining the order of integration and developing integration test cases and procedures in subactivity 3.3.1 Participate In Hardware/Software Integration may be started as soon as the individual subsystems are defined.  In the cases of changes due to CCRs, the individual making the changes should carefully review all steps in the subactivities being performed when making the changes to verify no additional changes are needed.  The exact schedule for starting the integration and qualification testing activities should be documented in the project plans, and/or the Testing Schedule(s) in the test plan(s).


1)  3.3.1 Participate In Hardware/Software Integration.  In this activity, the software developer, as a member of the system engineering group, helps develop the integration test cases and procedures (based on the subsystem definitions and requirements, which may be documented in a SSDD), integrates the hardware and software components, tests the integrated subsystem(s), and analyzes the integration test results.


2)  3.3.2 Participate In System Qualification Testing.  In this activity, the software developer, as a member of the system test group, helps develop the system qualification test cases and procedures (based on the system-level requirements from the SSS or equivalent system documentation), and participates in the actual testing and test analysis.  When this activity is completed, the system has completed system qualification testing.


Outputs


The qualified system that successfully completed system qualification testing.


�
Participate In Hardware/Software Integration


Overview


This activity describes the software developer’s participation in hardware/software integration.  The integration begins with a simple subsystem (e.g., driver or board-level software) integration, and continues up to and including final system integration (i.e., complete instrument integration).  The subactivities included provide an overview of the software developers’ activities, and are not an exhaustive set of system/subsystem integration activities that may be performed during this phase.


Roles and Responsibilities


The system engineering group, which may include the software developers, as well as members of other disciplines (e.g., optics, electronics), is responsible for system integration.  The group members should have experience in analyzing system requirements and designing cost-effective integration and testing strategies, hands-on integration testing, system operations, and system transition on past projects.  The software developers should have experience with system integration, and a detailed knowledge of the system and software requirements, the software to be integrated, and the hardware/software interfaces.  In some of the initial subsystem-to-subsystem integration, the software developers may do the majority of the integration.  However, they may have a lesser or different role as the efforts progress toward final system integration.


Controls


See parent activity 3.3 Participate in System Integration And System Qualification Testing.


Inputs


Qualified software to be integrated with other software and/or hardware components (see activity 3.2 Perform Software Development).


Hardware components to be integrated with other hardware and/or software components.


Inspected system requirements defining how the overall system should function; what it should receive as input and produce as output; and how it should interact with the environment, users, and other interfacing systems.  These may take the form of a MIL-STD-498 System/Subsystem Specification (SSS) (see Appendix E) or equivalent system documentation (see activity 3.1.1 Define System Requirements).


The inspected system design describing the various subsystems, their interfaces, and their allocated system requirements.  These may take the form of a MIL-STD-498  System/Subsystem Design Description (SSDD) (see Appendix E) or other equivalent system documentation (see activity 3.1.2 Define System Design).


Integrated subsystems with which new hardware and/or software will be integrated.


Procedures


This entire activity is iteratively performed until all subsystems are integrated into a complete working system.  Subactivities 3.3.1.1 Define Order Of System/Subsystem Integration, and 3.3.1.2 Define System/Subsystem Integration And Test Procedures may be started as soon as the subsystems are defined.  Subactivities 3.3.1.2 Define System/Subsystem Integration And Test Procedures, 3.3.1.3 Participate In Formal Inspection Of System/Subsystem Integration And Test Procedures, 3.3.1.4 Perform System/Subsystem Integration And Testing, and 3.3.1.5 Analyze Integration Test Results may be iteratively performed as more subsystems are integrated until the system is complete and ready for final qualification testing.


1)  3.3.1.1 Define Order Of System/Subsystem Integration.  In this subactivity, the subsystem integration order is determined by the expected availability of  subsystems and personnel, project schedule (as documented in the overall project plan), risk mitigation activities, and criticality of the subsystems.  Mitigating risk is one of the first reasons that intermediate integration takes place.


2)  3.3.1.2 Define System/Subsystem Integration And Test Procedures.  In this subactivity, the individual test procedures are developed, based on the system/subsystem requirements and the subsystem interface definitions as documented in the system design.


3)  3.3.1.3 Participate in Formal Inspection Of System/Subsystem Integration And Test Procedures.  This subactivity covers formally inspecting the system/subsystem integration and test documentation. 


4)  3.3.1.4 Perform System/Subsystem Integration And Testing.  This subactivity includes integrating various hardware and software components and any previously integrated subsystems, and testing (as specified in the system/subsystem integration and test documentation) the integrated system/subsystem.  The software developer may participate in some subset of these integration and testing efforts. 


5)  3.3.1.5 Analyze Integration Test Results.  This subactivity covers analyzing integration test results.  Any problems found should be documented using problem reports and submitted to the project-level configuration management (CM) staff.


Outputs


The integrated system or subsystem.  The last iteration of this activity produces a completely integrated system ready for qualification testing.


Problem reports submitted to the project-level CM staff.


�
Define Order Of System/Subsystem Integration


Overview


This activity defines the order in which the subsystems should be integrated.  Normally, small individual subsystems (e.g., drivers and boards) are integrated first.  In turn, these subsystems are integrated into larger subsystems until system integration is completed.  Mitigating risk is one of the first reasons that intermediate integration takes place, and should be considered by the system engineering group.


Roles and Responsibilities


The system engineering group, including software developers, determines the integration order for the subsystems.


Controls


See parent activity 3.3.1 Participate In Hardware/Software Integration.


Inputs


The inspection defect list documenting errors found during a formal inspection (see activity 3.3.1.3 Participate in Formal Inspection of System/Subsystem Integration and Test Procedures).


Inspected system requirements defining how the overall system should function; what it should receive as input and produce as output; and how it should interact with the environment, users, and other interfacing systems.  These may take the form of a MIL-STD-498 System/Subsystem Specification (SSS) (see Appendix E) or equivalent system documentation (see activity 3.1.1 Define System Requirements).


Inspected system design, describing the various subsystems, their interfaces, and their allocated system requirements.  These may take the form of a MIL-STD-498 System/Subsystem Design Description (SSDD) (see Appendix E) or other equivalent system documentation (see activity 3.1.2 Define System Design).


Procedures


Normally, these steps are sequentially performed.  In correcting defects found during a formal inspection, the system engineering group sequentially reviews the steps below to determine if any additional changes are required by correcting the defect.  This activity may be started as soon as the subsystems are defined.


1)  The system engineering group first identifies all subsystems to be integrated.  These subsystems are not limited to the flight hardware and software components as documented in the system design, but also may include the ground support and mission operations software and hardware.  Any subsystems that are difficult to move, such as prisms and lasers, are identified.


2)  The system engineering group then identifies all simulators and support hardware and software that may be needed during the integration, including simulation software, hardware to perform the integration, and special test equipment.  The group verifies that project management planned for the development, purchase, or reservation of the identified items, including the needed facilities (as appropriate).


3)  The system engineering group then determines the integration order of the subsystems.  Normally, the approach starts with the smaller items (e.g., individual boards and software drivers) and works up to larger entities.  The group consults the development schedule in the project plan(s) to identify what subsystems will be available for integration and the time available for integration testing.  Integrating subsystems that are difficult to move (identified in step 1) may be deferred until later integration iterations.


The integration effort usually occurs in the following order:


A)  Driver/Board Integration and Testing.  This is generally done to validate the software drivers and/or board-level software, or confirm that the board meets its specification.  Thus, this integration may be informally performed as part of the board’s qualification testing, and/or during the unit’s hardware/ software integration or software qualification testing.


To test the central processing unit (CPU) board, software that is written or vendor supplied is loaded onto the CPU, and a debugging tool obtains information from within the system.  If it is a commercial CPU board and vendor-supplied software, the software may be run to exercise the board before the Built-In-Test (BIT) or boot load software is loaded.  After the board is exercised, the BIT and boot load software is loaded and tested on the CPU board.  Once each BIT and boot load software is successfully executed, all driver-level software is loaded and validated.


Software drivers are written when hardware needs to be programmed (e.g., serial communication chips, such as the Intel 8270; Dynamic Memory Access (DMA) chips, such as the Intel 8237; or Data Acquisition boards, such as the 16 MB General Data Single Board Decommutator).  When testing at this level, the system engineering group may have to prove the interface (i.e., confirm the hardware works as specified), validate the data (i.e., data is correctly transmitted and received), and satisfy the timing constraints.  Normally, this is done by loading the software onto the target machine and validating specified points via an emulator.  Simulators and bus monitors can ensure that the receiving or transmitting platforms are properly interfacing.  


Example:


The software may have the constraint to receive 2 megabits per second over a National Instrument (NI) AT-DI-32F board.  The software could implement this using the DMA channels to buffer the data.  In this case, two software drivers are tested:  one for the NI board and one for the DMA chip.  Because this NI board can be set up to use the DMA channels, the NI software driver is validated first.  Once this is completed, the DMA software, along with the NI software driver, is validated.  The software, using an emulator, is then run to validate all real-time issues and concerns (e.g., interfaces, data, and timing).


B)  Software/Hardware Subsystem Integration and Testing.  This is the integration between the software and hardware subsystem.  When integrating with flight hardware, the CPU that usually contains the software is physically located on a pod (e.g., connected to an emulator or a Software Analysis Workstation).  The system’s ground support software may simulate various subsystems not yet available.  The project plan(s) should be checked to verify that the support software is (or is scheduled to be) completed when needed.


�
Example:


Consider communications software or components in the instrument controller as defined in the example in activity 3.1.2.1 Identify Subsystems.  The instrument controller’s communications component consists of a Universal Asynchronous Receiver Transmitter (UART) (for serial communications) and a client interface component.  The UART sends out signals over the RS232 line.  The UART testing (e.g., validating status, checking for framing, overrun, break detection, and parity errors) is done during the Driver/Board Integration and Testing.  At the software/hardware subsystem integration and testing level, a flight simulator simulates all of the instrument’s serial communications and discrete functions, thus, allowing the software tester to simulate all external interfaces between the instrument controller and the other instrument subsystems.  Testing at this level covers the component’s configuration upon power up, response to interrupts, all communications between the component and the flight simulator, data manipulation, the components’ responses to commands, mode transitions, and autonomous operations.


�


Figure 3.3.1.1-1  Example of Software/Hardware Subsystem Integration and Testing Configuration


In Figure 3.3.1.1-1, each component supports the UART testing.  The flight simulator personal computer (PC) is described above.  The flight simulator and spacecraft interface PC simulates the instrument controller’s external interfaces.  As described earlier, when testing embedded software, an emulator allows visibility into the system.  The workstation and the commanding PCs allow visibility of the instrument data (i.e., telemetry stream) and the controlling of the instrument controller.  The MIL-STD-1553B and Serial Digital Input/Output (SDIO) bus monitors allow a tester to validate all bus traffic, and ensure the UART testing does not have any undesirable secondary effects (i.e., the monitors allow testers to ensure the receiving or transmitting platforms continue to properly interface).


C)  Subsystem-to-Subsystem Integration and Testing.  All, or pieces of, the flight software and hardware are integrated into two or more subsystems.  This testing proves the external interfaces between the two subsystems are correct.  A critical part of this effort is validating that the data is being correctly passed and processed between the subsystems, and to and from the instrument.  For these tests, all flight software usually is run via an emulator to test the software interfaces between the subsystems before loading the complete flight software.


Example:


Consider the case of integrating the receiver assembly (RA) and the instrument controller subsystems as defined in the example in activity 3.1.2.1 Identify Subsystems.  When integrating the two subsystems, the cables are disconnected from the flight simulator, and connected to the RA subsystem as shown in Figure 3.3.1.1-2 (in this case the RA assembly flight hardware).  Thus, the flight simulator no longer simulates the RA because the actual flight hardware is now available.  A battery of tests will focus on the interfaces between the instrument controller and RA subsystems.  The communication between the subsystems may be monitored as part of the validation.


�


Figure 3.3.1.1-2  Example of Subsystem-to-Subsystem Integration and Testing Configuration


D)  System Integration.  This integrates the subsystems onto their final platform (e.g., spacecraft bus, pallet).  The subsystems usually are placed in a clean room environment during this integration phase.  The system and subsystem configurations (i.e., how the systems and subsystems are set up) must be maintained throughout this phase as they are integrated into the final system configuration.


Example:


During system integration, the instrument controller subsystem is placed on the pallet and retested to verify it is still correctly functioning.  The RA subsystem is mated to the pallet and the instrument controller.  Testing then verifies that the instrument controller and RA subsystem are properly functioning together.  The boresight assembly (BA) subsystem is then mated to the pallet and the instrument controller.  The instrument controller, BA, and RA subsystems are then tested together.  This iterative approach continues until all subsystems are fully integrated and ready for system qualification testing against the system requirements.


4)  The integration order and the support hardware and software needed are documented in the preliminary integration test plan(s).  If a tailored version of the MIL-STD-498 Software Test Plan (STP) Data Item Description (DID) (see Appendix E) is used, this information is documented in the Test Progression and Software Test Environment section(s).


Outputs


The order of subsystem integration and the support hardware and software needed are documented in the software integration test planning documentation.  If a tailored version of the STP DID is being used, this information is documented in the Test Progression and Software Test Environment sections.


�
Define System/Subsystem Integration And Test Procedures


Overview


In this activity, the system/subsystem integration and test procedures are defined.  These procedures document the steps to integrate the subsystems, and the individual test cases and test procedures, both of which should be documented in some system test Data Item Description (DID).  If no other system DID is available, a modified MIL-STD-498 Software Test Description (STD) DID (see Appendix E) may be used.


Roles and Responsibilities


The system engineering group, which may include the software developers, determines and documents the system/subsystem integration and testing procedures.


Controls


See parent activity 3.3.1 Participate In Hardware/Software Integration.


Inputs


Inspected system design describing the various subsystems, their interfaces, and their allocated system requirements.  These may take the form of a MIL-STD-498 System/Subsystem Design Description (SSDD) (see Appendix E) or other equivalent system documentation (see activity 3.1.2 Define System Design).


Order of subsystem integration, which may be documented in the Test Progression (or equivalent sections) of a modified MIL-STD-498 Software Test Plan (STP) (see Appendix E) or other equivalent test plans (see activity 3.3.1.1 Define Order Of System/Subsystem Integration).  If a system test planning DID is available, it should be used, otherwise, the modified STP may be adapted.


Inspected system requirements defining how the overall system should function; what it should receive as input and produce as output; and how it should interact with the environment, the users, and other interfacing systems.  These may take the form of a MIL-STD-498 System/Subsystem Specification (SSS) (see Appendix E) or other equivalent system documentation (see activity 3.1.1 Define System Requirements).


Inspection defect list (see Appendix B of the Instructional Handbook for Formal Inspections) documenting any defects found during a formal inspection that need to be corrected (see activity 3.3.1.3 Participate In Formal Inspection Of System/Subsystem Integration And Testing Procedures).


Procedures


Once the order of system/subsystem integration is defined, the integration and testing procedures may be defined.  It is strongly suggested that these be done parallel with developing the subsystem requirements, like the integration order, to facilitate early identification of unverifiable requirements.  For each integration, the following steps are performed and documented in the system/subsystem integration and test description documentation, such as a STD Data Item Description (DID), as required by the overall test and/or project plan(s).


Normally, these steps are sequentially performed.  In correcting defects found during a formal inspection, the software developers should sequentially review these steps to determine if any additional changes are necessary because of correcting the defect.


1)  The system engineering group develops the procedures for integrating the subsystems.  These procedures should clearly identify the subsystems (i.e., hardware and/or software) to be integrated; the steps to be performed; any special tools; support hardware or software needs; and the expected level of operability to be achieved.  These procedures are documented in the system integration and testing documentation.  If a tailored version of the STD DID is used to document the system integration information, these procedures are placed in the Test Preparations section.


2)  The system engineering group reviews the interface and subsystem requirements to be met for each subsystem (if a SSDD is used, this information is in the Interface Design section).  The system engineering group determines how each requirement can be validated.  Validation techniques include testing, inspection, and analysis of performance data.  This information may be part of the requirements specification (if a SSS is used, this information is in the Qualification section).  If it is not in the requirements specification, it should be documented in the system integration and test procedures documentation.  If a tailored version of the STD DID is used to document the system integration information, the requirement testing methods are documented in the Requirements Traceability section of the modified STD document.


3)  The system engineering group defines any hardware and/or software preparations needed for integration testing, including the configuration of the test suites, location and method of documenting the results, and reporting the findings.  Simulators may be used to log and track all acquired data.  The group should document any integration test equipment and hardware configurations needed to perform the tests.  If a modified STD DID is used, this information is placed in the Test Preparation section.  The system engineering group should consider the following:


If a simulator is needed, does it need to be in the clean room? 


If a clean room is used, can media be taken in and out?  Do cables need to be run from the clean room or a separate room to where the test is conducted? 


Is there any preparation needed to set up the test equipment?  If so, the steps should be documented or referenced.


Do certain personnel (e.g., quality assurance (QA) or safety personnel) need to witness or perform certain tests?


Will data dropouts occur due to cable length?


Is electro-magnetic interference a consideration?


Are Ethernet drops needed?


Is the test site large enough for the needed personnel and equipment?


4)  The system engineering group defines the individual test cases, demonstrations, etc.  The scenarios and modes, documented in the system and subsystem requirements, should be used to develop the test cases.  The test case descriptions should include the requirements being tested,  the set of inputs, and the set of expected and acceptable outputs.  Any required constraints, such as time or throughput, are documented in the system integration documentation.  If a tailored version of the STD DID is used to document the system integration information, the test cases are placed in the Test Description section.


Normally, system integration testing activities cover the following categories:


Performance tests measuring the accuracy, throughput, and resource use under both nominal and maximum workloads.


Stress tests to determine the workloads which cause errors or other inappropriate behavior.


Interface tests validating that correct outputs are produced for various sets of inputs.


Recovery and reconfiguration tests where bad data or invalid commands may be sent to the integrated system.


Testing of automated diagnostic routines and error detection and analysis.


Demonstration that the system or subsystem meets all serviceability or maintenance requirements.


All mode transitions and operations in each mode should be verified.


If automated techniques (e.g., adaptive testing) are used where the individual test cases are not known in advance, the tools to be used, the performance criteria, and the input and output space are defined.


Example:


Test Case


This test case is used to test an interface between the instrument controller (IC) and receiver assembly (RA) subsystems.  Only the electronics of the Aft-Optics subsystem is available, so a RA test box is used to simulate the missing hardware.  A multimeter checks the RA test box configuration.  The test ensures the 355 science channel detector (part of the RA) is commanded and placed in the appropriate position by the IC.  The commanding personal computer (PC) issues a command to the IC.  As the IC processes the command, it transmits the command to the RA, and obtains the status of the RA.  The RA receives the command, sets the detector, and transmits all detector information and other RA status back to the IC.  The IC downlinks all current system data to the workstation PC to be displayed (see Figure 3.3.1.2-1).


As each test step in this test case is performed, it is checked off (see following text).  The individual conducting the test indicates whether the subsystem passed or failed after the test concludes.  Any abnormalities in the results or steps are documented as comments.  The test conductor then initials and dates the test case.


355 Filter Position Test


	Set the 355_FIL_POS knob on the RA Test Box to 4.99 Vdc		____ck


	Verify the value on the multimeter						____ck





�


Figure 3.3.1.2-1 Example of Subsystem-to-Subsystem Integration and Testing Configuration


At the command PC, enter the following command and value:


Command�
Value�
�
MOVE_355_FILTER�
72.0 deg�
�
Confirm the indicated response below on the Workstation PC:					         


ISDB Parameter�
Response�
Pass Criteria�
�
355_POSITION�
72.0 deg�
( 1 deg�
�
RA_LST_INT_STAT�
44H or Ch_355_Motion_Complete�
N/A�
�
A0_MOTOR_IN_MTN�
Movement: LEDS transitioning


No Movement: command complete�
N/A�
�
	Confirm the response below on the RA Test Box:


Test Indicator�
Response�
Pass Criteria�
�
355_POSITION�
72 deg�
 ( 1 deg�
�



�	 			Comment: ________________________________________


				                 ______________(TC)  _________________date


5)  A trace matrix is developed, relating each requirement to a testing technique and one or more tests, demonstrations, etc.  It is placed in the system integration and testing documentation.  If a tailored version of the STD DID is used to document the system integration information, the trace matrix is placed in the Requirements Traceability section.


Outputs


The draft integration and testing procedures documented in a modified STD or the equivalent system integration and testing description document(s).


�
Participate in Formal Inspection Of System/Subsystem Integration And Testing Procedures


Overview


The formal inspection of the system/subsystem integration and testing documentation is a means of finding defects in the integration and testing procedures and test cases.  The formal inspection process is documented in the Instructional Handbook for Formal Inspections.


Roles and Responsibilities


The project manager is responsible for assigning individuals to the inspection team.  The inspection team should consist of  members of each of the various disciplines (e.g. hardware, software, optics) in the system engineering group.  The team members must have a detailed understanding of the requirements and design of the various subsystems.


Controls


The Instructional Handbook for Formal Inspections which documents the formal inspection process.


Inputs


The inspected system design or other related documentation which may have been produced.  This may take the form of a MIL-STD-498 System/Subsystem Design Description (SSDD) (see Appendix E) or other equivalent system documentation (see activity 3.1.2 Define System Design).


The inspected system requirements or other related documentation which may have been produced.  This may take the form of a MIL-STD-498 System/Subsystem Specification (SSS) (see Appendix E) or other equivalent system documentation (see activity 3.1.1 Define System Requirements).


The set of draft integration and testing procedures to be inspected.  This documentation may take the form of a tailored version of the MIL-STD-498 Software Test Description (STD) (see Appendix E) or other equivalent system documents (see activity 3.3.1.2 Define System/Subsystem Integration And Test Procedures).


Procedures


For many of the low-level integration efforts (e.g., software board-level drivers and wire wrap boards), an inspection may not be required.  The system engineering group should consult the project and/or test plan(s) to determine what level of integration efforts require a formal inspection and the documentation formats required.


1)  The project manager will select the individuals who will take part in the formal inspection of the system/subsystem integration and testing documentation.  These individuals should be familiar with the project, the system/subsystem design and requirements, and system/subsystem integration and testing.


2)  The system engineering group should prepare their material for formal inspection by verifying that any documentation and/or formatting standards which may have been required by the project and/or test plan(s) were followed and that the material is complete and accurate.  The material to be inspected may vary between projects but should include the steps needed to perform the system/subsystem integration, the testing procedures, the test cases, and the expected test results.


3)  The formal inspection is conducted as documented in the  Instructional Handbook for Formal Inspections.  The following items should be verified:


All subsystems to be integrated have been identified.


All simulation and support hardware and software needed for the integration effort have been identified.


For each interface requirement (as stated in the system requirements and system design), a method of testing has been identified.


The method for documenting the system/subsystem integration testing results has been identified.


For each test case, the set of inputs (e.g., commands, parameters) and expected outputs has been identified.


All preparation(s) needed to set up the test equipment have been identified and documented.


4)  All errors found during the formal inspection should be documented on an inspection defect list (see Appendix B of the Instructional Handbook for Formal Inspections) and should be tracked.  The system/subsystem integration and testing procedures are then corrected and, if deemed necessary, re-inspected.  Once all the errors have been corrected, the system/subsystem integration and testing procedures are said to have passed inspection, are submitted to the project manager for approval, and subsequently submitted to the project-level configuration management organization for control.


Outputs


The inspected integration and testing procedures documentation which has successfully passed the formal inspection process and has been submitted to the project-level configuration management organization.  This documentation may take the form of  a tailored version of the STD DID.


The inspection defect list which documents the errors found and is maintained by the inspection moderator.


�
Perform System/Subsystem Integration And Testing


Overview


This activity includes performing the system/subsystem integration and various types of tests on the integrated subsystems.  These tests are specified in the integration and test procedures.


Roles and Responsibilities


The system engineering group, which includes the software developers, performs the system/ subsystem integration and verifies its success.  Group members are assigned roles, such as the test lead, test conductor(s), and test evaluator(s), that are defined in the Personnel section of the test plan(s).


The quality assurance (QA) representative, who may be required to witness all or part of the system/subsystem integration and testing.  The QA representative, together with the project manager, approves any deviations from the test procedures or plans.


The customer may choose to witness all or part of the system/subsystem integration and testing.


The project manager may choose to witness all or part of the system/subsystem integration and testing.  The project manager, together with the QA representative, approves any deviations from the test procedures or plans.


Controls


The inspected integration and testing procedures which may be documented in a modified MIL-STD-498 Software Test Description (STD) (see Appendix E) or other equivalent documentation and have been placed under project-level configuration management (CM).


System qualification test cases and procedures (if a trial run of the system qualification tests is planned) documented in a modified STD DID or equivalent documentation.


Qualification test cases and procedures for the individual components, which may be rerun prior to integration testing to verify no damage or misconfiguration occurred during transport or integration.


Inputs


Qualified software ready to be integrated with other software or hardware components (see activity 3.2 Perform Software Development).


Hardware components ready to be integrated with other hardware or software components.


Integrated system/subsystem which will be integrated with additional hardware and/or software subsystems.


Procedures


1)  The test lead notifies the appropriate individuals (e.g., QA representatives) of the exact date, time, and location of the system/subsystem integration and testing at least two weeks prior to the event.  The test lead should receive confirmation of planned attendance from each individual.


2)  At least two weeks prior to starting integration and testing, the system engineering group verifies that the integration and testing site has the needed facilities and is reserved (if necessary).  If needed, transportation arrangements are made for the systems/subsystems to be integrated and required test support equipment.  The test support equipment needed is documented in the system integration and testing description document(s), which are under the project-level CM organization.  This information is in the Test Preparations section of the test procedures if a modified version of the STD DID is used to document the system integration test cases and procedures.  


The test support equipment, simulators, emulators, and all other test tools (hardware and software) are checked against the description in the Test Preparations section to verify the correct configuration is being used.  Any deviation from the test equipment and configurations described in the test procedures is documented, and the test lead informs the project manager and the QA representative.  If present, the customer may request changes to the test facility, test plans, or test procedures, and these changes are documented.  The project manager and QA representative may postpone testing to call a Configuration Control Board (CCB) meeting to review the changes.  All deviations from the test plans and procedures must be approved by the project manager and the QA representative.


3)  The subsystems are then integrated by following the steps in the integration and test documentation.  These steps are in the Test Preparations section of the test procedures if a modified version of the STD DID is used to document the system integration test cases and procedures.  After the integration is complete, the system engineering group may rerun qualification tests on the individual subsystems to confirm that they are properly operating, and were not damaged or misconfigured during integration prior to beginning the testing.


4)  The integration testing is performed according to the system/subsystem integration and testing procedures.  The test cases are in the Test Descriptions section of the test procedures if a modified version of the STD DID is used to document the system integration test cases and procedures.  The test cases stipulate the voltage, current, and other parameters for each test.  In some situations, especially in the early integration stages (e.g., integrating software drivers and boards), the test conductor(s) may be allowed some level of  “free play” and may vary the test parameters in ways not explicitly stated in the test cases, but within safety constraints.  If “free play” is allowed, the test conductor(s) still performs all documented test cases and documents all additional tests performed.  As larger and more complex subsystems are integrated, the testing process becomes more formal, and the project manager may require strict adherence to the test procedures.


5)  All test results are documented in accordance with the test plan(s).  Normally, this includes comments, test case pass/fail results, anomalies observed, variations in the test procedures, and tests that could not be completed.  The test procedures may include means of recording test results, such as log books, or, if  automated testing tools are used, electronic test files may be generated.  During the final run of the integration testing, a single, official copy of the test procedures may be used in which the test conductor and/or QA representative initial and add their comments and notes as the tests are conducted.  These detailed test results also may be recorded as an appendix of a modified MIL-STD-498 Software Test Report (STR) (see Appendex E) or in the Test Log section of a modified STR.


6)  A trial run of the qualification test procedures may be done to verify that the system was properly installed when the last subsystem was successfully integrated.


Outputs


The integration test results documented in accordance with the test plan(s).  Normally, log books or data files are used to record all test results.  In some cases, the test results are documented on a hard copy of the test procedures, as an appendix to these procedures, or in the Test Log section of a modified STR.


The integrated system/subsystem that passed system qualification testing.


�
Analyze Integration Test Results


Overview


This activity covers analyzing the system/subsystem integration test results.  Any problems found are documented in problem reports and submitted as specified in the project-level Configuration Management Plan (CMP).  In addition, the test results are summarized in a test report.


Roles and Responsibilities


The system engineering group, which includes the software developers, analyzes the system/ subsystem integration test results.


Controls


Project-level CMP identifying the error reporting mechanisms.


Inspected integration and testing procedures containing the set of expected results for each test.  If a tailored version of the MIL-STD-498 Software Test Description (STD) Data Item Description (DID) (see Appendix E) is used to document the system integration and testing information, the expected test results for each test case are documented in the Test Description section.


Inputs


The integration test results as documented in the test log books, data files, or on test procedures (see activity 3.3.1.4 Perform System/Subsystem Integration And Testing).


Procedures


1)  The system engineering group, which includes the software developer(s), begins by comparing the actual test results to the expected test results.  All test failures are documented on problem reports and submitted in accordance with the project-level CMP.  The information should be as detailed as possible, including the specific test case and procedure step(s) performed when the failure occurred.  Any other information is included as appropriate, to ensure the system engineering group fully understands the events and circumstances of the failure.  In addition, the summarized test results are recorded in the test report.  If a modified version of the MIL-STD-498 Software Test Report (STR) DID (see Appendix E) is used, the summary is placed in the Summary of Test Results section.  The following is an example test summary.


Example:


Test Summary


Consider the instrument controller (IC) introduced in activity 3.1.2.1 Identify Subsystems.  As part of the integration testing of the IC and laser interface, tests included setting the Laser Select bit of the word controlling the laser.  During testing, the resulting signal was sometimes correct, but other laser signals were being updated.  It was determined that the registers must be word accessed.  In evaluating the results, it was found that when the IC software writes to any bits located in IC memory at 82008H, the hardware interprets all 16 bits and sets all signals associated to those bits.  Table 3.3.1.5-1 describes the format of the word controlling the laser.�
Table 3.3.1.5-1  Format of the Word Controlling the Laser: 


Signal Name�
Value�
Memory�
�
�
0�
1�
Address�
�
Laser Select�
Laser A�
Laser B�
82008H Bit 0�
�
Flashlamp A�
off�
on�
82008H Bit 1�
�
Flashlamp B�
off�
on�
82008H Bit 2�
�
Q-Switch A�
off�
on�
82008H Bit 3�
�
Q-Switch B�
off �
on�
82008H Bit 4�
�
2)  For each individual test, the group documents the actual test results versus the expected test results.  Any problems encountered and deviations from the documented test cases and/or test procedures are documented.  If a modified version of the STR DID is used, the summary is placed in the Detailed Test Results section.


3)  The group determines the error source for each test failure.  Sources may include a product failure, incorrect test performance, or incorrect interface documentation.  Any incorrectly performed tests (either due to failure to follow the test procedures or errors in the procedures) should be repeated.  This information is submitted in accordance with the project-level CMP, and is documented in the Problems Encountered section of the STR, if the STR DID is used.  Once the error source is identified, the group identifies any needed regression testing.  It may be necessary to simply rerun a single test, or the entire set of integration tests may have to be repeated.


4)  After the integration test results are analyzed (i.e., steps 1 - 3 of this activity have been performed), the test report is completed and submitted to the Configuration Management (CM) organization.


Outputs


The test reports, which may take the form of a modified STR DID, documenting the integration testing results and submitted to the CM organization.


Any problem reports submitted as specified in the project-level CMP.


�
Participate In System Qualification Testing


Overview


This activity describes the software developer’s participation in the system qualification testing.  This activity is “owned” by the system test group.  The subactivities included provide an overview of the activities which software developers may perform.  These subactivities are not an exhaustive set of system qualification testing activities that may be performed during this phase.


Roles and Responsibilities


The system test group performs the system qualification testing.  This group is led by individuals who are not directly associated with the system development.  However, the system developers (including the software developers) may be asked to participate as members of the system test group.


Controls


See parent activity 3.3. Participate In System Integration And System Qualification Testing.


Inputs


The integrated system ready for qualification testing (see activity 3.3.1 Participate In Hardware/Software Integration).


The inspected system requirements defining how the overall system should function; what it should receive as input and produce as output; and how it should interact with the environment, users, and other interfacing systems.  These may take the form of a MIL-STD-498 System/Subsystem Specification (SSS) (see Appendix E) or other equivalent system documentation (see activity 3.1.1 Define Systems Requirements).


Procedures


The extent of system qualification testing activities varies greatly according to the project type and NASA payload classification as defined in [NMI 8010.A, 1990].  Common system qualification validation methods and techniques include:  test, analysis, demonstration, similarity, inspection, simulation, and validation of records.


Validation by test is operating equipment under controlled conditions.  Two testing subcategories are functional testing and environmental testing.  Functional testing is performance tests conducted at conditions equal to or less than the system design specification.  Functional testing usually is performed prior to and after each environmental test or major equipment move to verify system performance prior to the next test series.  Environmental testing is performed on flight systems to verify that the system performs satisfactorily in the flight environment. 


Validation by analysis is used with or in lieu of testing to verify compliance to system requirements.  The selected techniques may include:  statistical and qualitative analysis, computer and hardware simulations, and/or computer modeling.  Analysis normally is used when accurate and rigorous analysis is possible, testing is not possible or cost effective, or other validation methods are not applicable.


Validation by demonstration is performing some capability or function to prove a requirement (normally in maintainability or human engineering) was met.


Validation by similarity is assessing prior qualification data of a verified product or article to determine if an identical one meets equivalent or more stringent requirements.


Validation by inspection is normally performed as part of physically evaluating hardware, surface finishes, size, etc.


Validation by simulation is validating performance using hardware and/or software other than the actual flight products.


Qualification validation by validation of records is using the manufacturing records to verify construction features of the hardware.


Any or all of the validation methods discussed above may be used on a project, and they should be clearly defined in the system test plan(s).  The software developers will most likely focus on functional testing.  The following subactivities are performed sequentially.  Subactivity 3.3.2.1 Develop System Qualification Test Cases And Procedures should begin as soon as the system requirements start to be defined to identify early the requirements that cannot be tested.  The project plan(s) should be consulted for the actual start dates and personnel involved.


This activity is divided into the following subactivities:


1)  3.3.2.1 Develop System Qualification Test Cases And Procedures.  In this subactivity, the specific system qualification functional test procedures are developed based on the system requirements and interface definitions.


2)  3.3.2.2 Inspect System Qualification Test Cases and Procedures.  This subactivity covers the formal inspection of the system qualification test cases and procedures documentation.


3)  3.3.2.3 Perform System Qualification Testing.  In this subactivity, the system qualification testing is performed on the integrated system.


4)  3.3.2.4 Analyze System Qualification Test Results.  This subactivity covers analyzing system qualification test results.  Any problems found should be documented and submitted in accordance with the project-level Configuration Management Plan (CMP).


Outputs


The qualified system that completed system qualification testing.


Problem reports submitted as specified in the project-level CMP.


�
Develop System Qualification Test Cases And Procedures


Overview


In this activity, the system qualification test cases and procedures are fully defined and documented.  This documentation defines who will take part in the system qualification test activities, test and support equipment required, test preparation, steps to follow to perform the tests, expected results and evaluation criteria, and system qualification test cases.  The specific system qualification functional test procedures are developed based on the system requirements and interface definitions.


Roles and Responsibilities


The system test group, which may include the software developers, determines and documents the system qualification test cases and procedures.  Individuals other than system developers may be assigned to the system test group.


Controls


See parent activity 3.3.2 Participate In System Qualification Testing.


Inputs


The inspected system requirements defining how the overall system should function; what it should receive as input and produce as output; and how it should interact with the environment, users, and other interfacing systems.  These may take the form of a MIL-STD-498 System/Subsystem Specification (SSS) (see Appendix E), or other equivalent system documentation (see activity 3.1.1 Define Systems Requirements).


The inspection defect list (see Appendix B of the Instructional Handbook for Formal Inspections) documenting problems found during the formal inspection (see activity 3.3.2.2 Inspect System Qualification Test Cases And Procedures).


Procedures


It is strongly suggested that defining test cases and procedures start in parallel with developing system requirements.  This helps identify untestable requirements early.  The following steps are performed and documented in the system qualification test description documentation as required by the overall test and/or project plan(s).  This may take the form of a MIL-STD-498 modified Software Test Description (STD) Data Item Description (DID) (see Appendix E).


If defects found during a formal inspection are being corrected, the system test group should be careful to ensure that test coverage remains complete (i.e., all requirements are covered by the test cases and procedures).


1)  The system test group develops and defines the set-up procedures, personnel required, and equipment needed to perform system qualification testing.  Checklists (as shown in the following example) may be developed.  These procedures clearly identify the version of the system to be tested; the steps for preparing the system for qualification testing; special tools and support hardware or software needed for testing; and the expected operational level to be achieved.  If a modified version of the STD DID is used, this information is recorded in the Test Preparations section.  The project plan(s) and test plan(s) are reviewed to determine the role of quality assurance (QA) personnel in the system qualification activities.  The QA organization should be contacted to verify the availability of personnel on the planned test date(s).


Example:


Equipment and Set up Checklist


The Ground Support Equipment (GSE) support equipment must be set up and checked by the test conductor (TC) prior to starting qualification testing


GSE Setup Checklist:


Verify the input 3 phase power to the trailer and the Neslab cooler are correctly phased.


		__________ (TC) ________ date


Verify the laser and telescope windows are inspected and cleaned as necessary.


		__________(TC) ________ date


Support Equipment:


Confirm that the following miscellaneous test equipment is available.





Description�
Maker�
Model#�
ID#�
Cal Date�
�
Phasemeter�
TBD�
TBD�
TBD�
TBD�
�



		__________(TC) ________ date


Software Needed:   Control and exercise of the instrument will be done using selected GSE software.  The applicable subsystem and version/date used for this test are listed below:





Subsystems�
Version/Date�
�
Master AT�
version 2.1�
3/26/93�
�
Display AT�
version 2.0�
4/2/93�
�
Instrument Controller�
version 3.1�
4/1/93�
�
Boresight Assembly (BA)�
version 1.1�
12/7/92�
�
Receiver Assembly (RA)�
version 1.1�
8/20/92�
�



		__________(TC) ________ date


Readiness Signoff:


Test participants are to sign below that the system is ready for operation and testing.  The undersigned individuals are the only personnel permitted in the test area during hazardous operations.


Test Conductor (TC)				________________________________(TC)


Instrument Manager				____________________________________


Science Director				____________________________________


Electronics Engineer				____________________________________


Software Engineer				____________________________________


Command File Generation Engineer		____________________________________


Quality Assurance (QA) Engineer		________________________________(QA)


Software QA Engineer			____________________________________


Transmitter Engineer				____________________________________


Receiver Engineer				____________________________________


Safety Engineer				____________________________________





Example:


Test Set Up Procedures





Power Up RA and BA assemblies, and camera					____ck


Verify that the Coldplate Electronics is powered and the receiver is properly 


protected from ambient light.								____ck


Verify the RA voltage is 28V and the current is 3.5A.				____ck


Verify the RA heater voltage is 28V and the current is zero.				____ck


Boresight Engineer verifies BA cover is open						____ck


Receiver Engineer verifies RA 1064 Filter operation					____ck


Verify the three interference filters are in the OUT position.				____ck


Set the 1064 Filter Temp to 23°C							____ck





	______________(TC)______________(QA)____________date





2)  Review the system requirements and determine how they will be validated.  Validation techniques include testing, inspection, and analysis of performance data (see parent activity 3.3.2 Participate In System Qualification Testing for a complete description of these methods).  This step is done concurrently when developing the system requirements, and this information may be documented within the system requirements documentation.  If the system requirements are documented in a SSS, this information is in the Qualification Provisions section.


3)  Define the individual test cases and demonstrations.  This should include documenting the requirement(s) being tested, the set of inputs, expected outputs, criteria for evaluating the test results, and detailed test procedures for each test case.  The detailed test procedures may include test operator actions and equipment operation, expected results and evaluation criteria for each step, special procedures to be followed for a system failure (e.g., emergency shutdown procedures, extra data to be recorded), and special procedures to reduce and analyze the test results.  Required constraints, such as time or throughput, are documented.  The scenarios and modes documented in the system and subsystem requirements will be used to help develop the test cases.  All mode transitions and operations are tested (see following example test case).  If automated techniques (e.g., adaptive testing) are used when the individual test cases are not known in advance, the tools to be used, performance criteria, and the input and output space should be defined.


Normally, system qualification tests include the following:


Performance tests measuring throughput, accuracy, responsiveness, and use under normal conditions, and at the specified maximum workload.


Interface tests demonstrating that the system generates external output, and responds to external input as prescribed by approved interface control documentation.


System recovery and reconfiguration tests.


Validation that the system meets its reliability and maintainability requirements, including fault tolerance and error recovery.


Demonstration that the system complies with its serviceability requirements, including maintenance, accessibility, logistics, hardware or software upgrades, facilities, diagnostics, and repair capabilities.


Validation of the effectiveness of error detection and/or other automated diagnostic tools.


Example:


Test Case 


a.  Command the instrument to Standby Mode 					___ (()


b.  Record and verify the instruments operating voltage and current 			___ (()


	Operating Voltage: 27.72 - 28.28 volts 						___ (volts)


	Operating Current = 1.0 - 1.5 amps 						____ (amps)


c.  Verify that the instrument is in the following configuration:


Parameter			Required Configuration


Instrument Mode			Standby				____ (()


Elevation Scan Mode			Stow					____ (()


Azimuth Mode			Cage Position				____ (()


Azimuth Position Mode		At Stop				____ (()


Azimuth Position			805( 5 counts				____ (()


Brake Command			Cage					____ (()


Brake Position Status			At Caged				____ (()


Brake Position				1023 ( 5 counts			____ (()


4)  The system qualification test cases and procedures are documented in the system qualification test description documentation.  If a modified version of the STD DID is being used, this information is recorded in the Test Descriptions section.  These may be subject to formal inspection, review, and approval by QA personnel and the project manager.  This should be stated in the project and/or test plan(s).


Outputs


The system qualification test preparations, cases and procedures which are documented in the system qualification test description document(s) (e.g., the Test Preparations, Test Descriptions, and Test Procedure sections of a modified STD DID).


�
Inspect System Qualification Test Cases And Procedures


Overview


Formally inspecting the system qualification test cases and procedures is a means of finding defects in the procedures and tests.  The formal inspection process is documented in the Instructional Handbook for Formal Inspections.


Roles and Responsibilities


The project manager assigns individuals to the inspection team.


The inspection team consists of members of each of the various disciplines (e.g., hardware, software, optics).  The team members must have a detailed understanding of the system requirements.


Controls


The Instructional Handbook for Formal Inspections which documents the formal inspection process.


Inputs


Any inspected system requirements, system interface descriptions, or related documentation produced.  This may take the form of a MIL-STD-498 System/Subsystem Specification (SSS) (see Appendix E) or other equivalent system documentation (see activity 3.1.1 Define System Requirements).


The set of draft system qualification test cases and procedures to be inspected.  This documentation may take the form of a tailored version of the MIL-STD-498 Software Test Description (STD) (see Appendix E) (see activity 3.3.2.1 Develop System Qualification Test Cases And Procedures).


Procedures


1)  The project manager selects individuals to participate in the formal inspection of the system qualification test cases and procedures documentation.  These individuals should be familiar with the project, the system requirements, and system qualification testing.


2)  The system test group should prepare their material for formal inspection by ensuring that any documentation and/or formatting standards required by the project or test plans were followed, and that material is complete and accurate.  This includes confirming that if the STD was used, the Data Item Description (DID) was completely followed.  The material to be inspected may vary between projects, but should include the qualification test procedures, test cases, and expected test results.


3)  The formal inspection is conducted as documented in the Instructional Handbook for Formal Inspections.  The following items are checked:


Are the instructions clear enough to easily execute the test procedures?


Are the instructions presented step-by-step and in the order in which they must be performed?


Are the steps for the set-up and test procedures precise and listed as individual items?


Are the criteria for success and failure clear?


Are the functional requirement(s) that the test is supposed to validate actually being validated by the test?


Do the test procedures indicate whether or not it is possible to continue testing in the event of a system failure?  If so, do the test procedures describe the method for restarting the system or other system recovery actions?


If applicable, is sufficient test data being collected and documented to correctly estimate the system’s reliability?


Are the test procedures consistent with the test facilities’ capabilities?


Are all handling and contamination control procedures defined and documented?


Are all resource requirements (e.g., power, building facilities) defined and documented?


Are all essential personnel (e.g., quality assurance (QA), safety, security) identified and their roles clearly defined?  These roles may be defined in the system test plans.


If applicable, are all environmental conditions necessary to perform testing identified?


Is all support equipment (hardware and software) needed for testing identified?


Is a test readiness checklist or other preparation documentation prepared?


Are the required facilities and/or test equipment reserved?


Are the setup procedures and configuration of the support equipment clearly documented?


Has one or more qualification methods been assigned to each system requirement?


4)  All errors found during the formal inspection are tracked by the inspection moderator (see Instructional Handbook for Formal Inspections) and documented on the inspection defect list.  The system qualification test cases and procedures then are corrected and, if necessary, re-inspected.  Once all errors are corrected, the system qualification test cases and procedures have been inspection certified.  The system qualification test cases and procedures are submitted to the project manager for approval, and then to the project-level configuration management (CM) organization to be placed under project-level configuration control.


Outputs


The system qualification test cases and procedures documentation that successfully passed the formal inspection and placed under project-level CM control.  This documentation may take the form of a tailored version of the STD DID.


The inspection defect list (see Appendix B of the Instructional Handbook for Formal Inspections) documenting the errors found during the inspection.


�
Perform System Qualification Testing


Overview


This activity covers performing system qualification testing.  Qualification testing shall be conducted to demonstrate that design and manufacturing specifications have been met and that the resulting system (hardware and software) will meet performance requirements with adequate margins [NHB 7120.5, p. G-3].


Roles and Responsibilities


The system test group, which may include software developers, performs the system qualification testing and validates its success.  Group members are assigned roles, such as test lead, test conductor, and test evaluator.


The quality assurance (QA) representative, who will observe the testing, approves any deviations from the test procedures and plans, and (optionally) validates the test procedures and results.


The customer may witness all or part of the system qualification testing, and provide feedback as to whether specifications were met.


The project manager may witness all or part of the system qualification testing.  The project manager, with the QA representative, approves any deviations from the test procedures or plans.


Controls


The system qualification test cases and test procedures which have been documented and placed under project-level configuration control.


Inputs


The integrated system to be tested (see activity 3.3.1 Participate In Hardware/Software Integration).


Procedures


1)  The test lead notifies the appropriate individuals (e.g., QA representatives and other test group members) of the date and location of the system qualification testing at least two weeks prior to the event.  The test lead should receive confirmation of planned attendance from each individual.


2)  Before starting qualification testing, the group confirms that the test site has the needed facilities for testing, and that the facilities are reserved (if necessary).  Arrangements are made (if needed) to transport the system and required test equipment to the test site.  The needed test support equipment and preparations are documented in the system qualification test description document(s).  If a modified version of the MIL-STD-498 Software Test Description (STD) Data Item Description (DID) (see Appendix E) is used, this information is in the Test Preparations section.  The test support equipment, simulators, emulators, and all other test tools (hardware and software) are checked against the test procedures to verify the correct test configuration is used.  The system test group confirms prior to testing that :


The current, approved test documents are available.


The system components conform to the configurations specified in the test procedures.


The test equipment is calibrated.


The test environment matches that described in the test plans.


The test facility complies with requirements established by the test procedures, including temperature and/or humidity controls, contamination controls, and electrostatic discharge controls.


All safety considerations are met at the test facility.


The configuration of any computer software used with the test or embedded into the test item is correct.


Any deviation from the test equipment and/or configurations described in the test procedures is documented, and the test lead informs the project manager and QA representative.  If present, the customer may request changes to the test facility, test plans, or test procedures.  The project manager and QA representative approve customer-requested changes.  The project manager may postpone testing to schedule a Configuration Control Board (CCB) meeting to review the requested changes


3)  The testing is performed according to the system qualification testing procedures obtained from the project-level configuration management (CM) organization.  The customer may witness the system testing and provide comments which are recorded with the test results. The system test group:


Ensures that testing is accomplished in accordance with the test plans and procedures.


Ensures accurate and complete recording of data and test results.


Ensures that only approved and documented changes are incorporated into the test procedures.


Ensures that all personnel and equipment safety constraints are observed.


Documents any discrepancies with test support equipment and testing environments.


4)  All  detailed test results are documented according to test plan(s) in a document such as a MIL-STD-498 Software Test Report (STR) (see Appendix E).  Normally, these results include:  comments, test case pass/fail results, anomalies observed, variations in the test procedures, and any tests that could not be completed.  The test procedures may include methods of recording test results, such as log books, or, if automated testing tools are used, electronic test files may be generated.  Normally, log books or data files are used to record all test results.  Detailed results also may be recorded in the Test Log section of a STR Data Item Description (DID) or on a hard copy of the test procedures.  A tape recorder may be used to quickly record comments while running the test, and these comments need to be transcribed as part of the documentation after the testing is complete.


�
Outputs


The system qualification test reports which have been documented in accordance with the test plan(s).  If the STR Data Item Description (DID) is used, detailed results may be recorded in the Test Log section.


The qualified system that passed system qualification testing.


�
Analyze System Qualification Test Results


Overview


This activity covers analyzing system qualification test results.  Any problems found should be documented and submitted to the project-level Configuration Control Board (CCB).


Roles and Responsibilities


The system test group, which may include the software developers, analyzes the system qualification test results.


The project manager reviews and approves the documented test results.


Controls


The project-level Configuration Management Plan (CMP) identifying the error reporting mechanism and the CCB operation.


The system qualification test descriptions which include the expected test results.


Inputs


The inspected system requirements describing the required system functionality (see activity 3.1.1 Define Systems Requirements).


The test results as documented in the test reports, data files, or on the test procedures (see activity 3.3.2.3 Perform System Qualification Testing).


Procedures


1)  The system test group, which may include the software developers, begins by comparing the actual test results to the expected test results and reviewing any customer comments.  The results then are summarized.  The system test group provides an overall system assessment based on the findings of the test results comparison, documenting any failures, deficiencies, limitations, or constraints that were detected, and describing their impacts on the system performance.  If a modified version of the MIL-STD-498 Software Test Report (STR) Data Item Description (DID) (see Appendix E) is used to document the results, this information is placed in the Overview of Test Results section.  All test failures are documented on problem reports in accordance with the project-level CMP.  In some cases, the customer identifies system failures that are not perceived as such by the system test group.  In these situations, the system test group still identifies the perceived problems, and reviews the inspected system requirements to determine if the situation is addressed in any specified requirements.


2)  The system test group determines the error source for each test failure.  Error sources may include a product failure, incorrect test performance, or incorrect user documentation.  Any incorrectly performed tests (due to failure to follow the test procedures or errors in the procedures) should be retested.  The system test group considers the impact on the system design to correct the problem and prepares a recommended solution for correcting it.  If a modified version of a STR DID is used to document the results, this information is placed in the Overview of Test Results section.  A detailed record of each problem(s) is made, consisting of a description of the problem, the test procedure steps in which the problem occurred, problem reports submitted, number of times the procedure or step(s) was repeated to correct the problem(s) and the outcome(s), and test steps where tests were resumed for re-testing.  If a modified version of the STR DID is used to document the results, this information is placed in the Problems Encountered section.  This information is presented to the project-level CCB in accordance with the project-level CMP.


3)  Once the error source is identified, the group identifies any required regression testing. This testing can be simply rerunning a single test or the entire set of system qualification tests.  For example, if interface problems are identified between two components, and one component was modified, all integration and qualification testing involving the change should be redone.


4)  The system test group then assesses how the test environment differs from the operational environment, and the effect of this difference on the test results.  If a modified STR DID is used to document the results, this information is placed in the Impact of Test Environment section.


5)  The system test group identifies each test case in which deviations from the test cases and/or test procedures occurred.  The system test group describes the deviation and its rationale, and assesses the deviation’s impact on the validity of the test case.  If a modified STR DID is used to document the results, this information is placed in the Deviations from Test Cases/Procedures section.


6)  The system test group documents the chronological order of test events which occurred, including the dates, times, locations, hardware and software configurations used, and the individuals who performed and witnessed the tests.  This information may already be documented in the test reports or data files, or on the test procedures.  If a modified STR DID is used to document the results, this information is placed (or referenced) in the Test Log section.


7)  The completed test report then is submitted to the project manager for review and approval.  Upon management approval, the test report is submitted to the project-level configuration management (CM) organization for control. 


Outputs


The system qualification test report(s), such as a STR, or equivalent documentation showing the results of the system qualification testing.  The report(s) is placed under project-level configuration control.


Any problem reports submitted in accordance with the project-level CMP.
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