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�PERFORM SOFTWARE CONFIGURATION MANAGEMENT

Overview

The purpose of software configuration management (SCM) is to establish and maintain the integrity of the project’s software products.  This activity includes:  controlling software changes, placing software products under configuration control, and controlling the release of software products to the field.  SCM activities occur throughout the software life cycle of the project.

Roles and Responsibilities

The SCM manager is responsible for all SCM activities.

The SCM staff is responsible for SCM activities delegated by the SCM manager.

Controls

The project’s SCM Plan (SCMP) (see Appendix E), written, approved, and available to the SCM manager and SCM staff.

Inputs

Approved software products to be placed under SCM.

Dispositioned Requests for Deviation/Waiver from the software engineering process group (SEPG).

Procedures

Before performing any SCM activities described in this volume, the SCM staff should read and understand the project’s SCMP.  The SCM manager oversees the SCM staff throughout the project. 

This activity consists of the following subactivities.  Note:  Subactivities 2.1. Place Software Products Under Software Configuration Management and 2.2. Dispositioning Software Configuration Management Reports or Requests are performed throughout the software life cycle.  While performing these subactivities, software metrics are reported to the SEPG.

1)  2.1.  Place Software Products Under Software Configuration Management.  This subactivity describes the processes of placing an item under SCM control and configuration status accounting, and the handling of versions and revisions.

2)  2.2.  Dispositioning Software Configuration Management Reports or Requests.  This subactivity describes the change control process, including writing Software Change Requests (SCR), Software Trouble Reports, and Requests for Deviation/Waiver (see Appendix C for forms).  This subactivity also includes analyzing these requests, conducting Software Control Board (SCB) meetings, and submitting items to be placed on the Configuration Control Board (CCB) candidate list.

3)  2.3. Prepare Software Products for Delivery.  This subactivity describes the development of the Software Version Description (SVD) (see Appendix E), audits performed before releasing any software products (i.e., Physical Configuration Audit (PCA) and Functional Configuration Audit (FCA)), and all SCM activities related to releasing software products into the field.

Outputs

Metrics, which are generated throughout the project’s life cycle, as specified in the SCMP.

The approved SCRs and Requests for Deviation/Waiver, which are stored in the project’s SCM tracking system.

Requests for Deviation/Waiver from the organization’s standard software process, which must be approved by the software engineering process group (SEPG).

Software products, which are placed in the organization’s asset library at the completion of the project.

�Place Software Products Under Software Configuration Management

Overview

This activity describes the process of placing an approved software product (i.e., code or documentation) under software configuration management (SCM).

Roles and Responsibilities

The SCM manager is responsible for maintaining the files in the software directories, which together constitute the SCM library.  The SCM manager may designate a SCM staff member to be the software librarian and perform this activity.  In this activity and its subactivities, it is assumed that the SCM manager has assigned a software librarian.

Controls

The Configuration Identification section of the project’s SCM Plan (SCMP), which determines the naming and numbering scheme for the product, directory in which it will be placed, access restrictions, and format of the Promotion Notification Form (PNF) (see Appendix C).

Inputs

An approved software product(s) that has been submitted to be placed under SCM.

A PNF that has been partially completed by the product author and submitted to the software librarian.

Procedures

This activity consists of the following subactivities.  Note that these subactivities are mutually exclusive.  Only one activity is performed for any given product.

1)  2.1.1 Place A New Document Under software configuration management.  A new document is submitted to be placed under SCM.  The software librarian reviews the PNF, assigns the document file a filename according to the naming conventions specified in the SCMP, places it in a controlled directory, and updates the project’s SCM tracking system to indicate the document’s status.

2)  2.1.2 Place New Code Under software configuration management.  A new code unit is submitted to be placed under SCM.  The software librarian reviews the PNF, assigns the code unit a filename according to the naming conventions specified in the SCMP, places it in a controlled directory, and updates the project’s SCM tracking system to indicate the code unit’s status.

3)  2.1.3 Place An Updated Document Under software configuration management.  An updated document is submitted to be placed under SCM.  The software librarian reviews the PNF, assigns the document a filename according to the naming conventions in the SCMP, places it in a controlled directory, and updates the project’s SCM tracking system to indicate the document’s status.

4)  2.1.4 Place Modified Code Under software configuration management.  A revised code unit is submitted to be placed under SCM.  The software librarian reviews the PNF, assigns the code unit a filename according to the naming conventions in the SCMP, places it in a controlled directory, and updates the project’s SCM tracking system to indicate the code unit’s status.

Outputs

The software product(s), which was placed in the correct directory using the correct filename, as stated in the Configuration Identification section of the SCMP.

�Place A New Document Under software configuration management

Overview

This activity describes the process of placing a new document under software configuration management (SCM).

Roles and Responsibilities

See parent activity 2.1. Place Software Products Under Software Configuration Management.

Controls

See parent activity 2.1. Place Software Products Under Software Configuration Management.

Inputs

A Promotion Notification Form (PNF) (see Appendix C), partially completed by the developer and the software engineering manager (or project software manager).

A new document that was not placed under SCM.

Procedures

Note:  The directories described in the following steps may vary depending on the directory structure defined in the Configuration Identification section of the project’s SCM Plan (SCMP) (see Appendix E).  The directories are shown as examples only.

1)  The software librarian reviews the PNF.  The document author and the software engineering manager (or project software manager) should have partially completed the form to indicate if the document was approved to be baselined or placed in an integration directory.  If the document is to be baselined, the project software manager’s signature (or some electronic approval) is required.  If the document is to be placed in the integration directory, only the software engineering manager’s signature is required.

2)  The software librarian assigns a unique filename to the document based on the naming and numbering scheme described in the Configuration Identification section of the SCMP.

3)  If the document was approved to be baselined, the software librarian moves the document to the baseline directory (see Example 1).

Example 1:

project_volume\SHARED\BASELINE\DOCUMENT\ document_type\document_filename

project_volume\CSCI_Name\CONFIG\BASELINE\DOCUMENT\ document_type\document_filename

If the document is not approved by management for baselining, but is simply approved for promotion, the software librarian moves the document into the integration directory (see Example 2).

Example 2:

project_volume\SHARED\INTEGRATION\DOCUMENT\ document_type\document_filename

project_volume\CSCI_Name\CONFIG\INTEGRATION\DOCUMENT\document_type\document_file-name

Upon moving the code to the appropriate location, the software librarian sets up the access restrictions specified in the Configuration Identification section of the SCMP.

4)  The software librarian signs and numbers the PNF, and sends a copy of it to the software engineering manager and the author(s), indicating that the document was promoted.  If the document was baselined, the software librarian also notifies the project software manager.  The librarian places the PNF in the SCM tracking system.

5)  The software librarian enters the document’s status (i.e., baselined or integration) into the SCM tracking system.  The librarian can accomplish this by using a product list that tracks the status of each software product being developed during this cycle.

Outputs

The document that was placed in the correct directory and labeled with the correct filename, as stated in the SCMP.

The completed PNF, sent by the software librarian to the software engineering manager, author(s), and (if the document was baselined) project software manager.

�Place New Code Under Software Configuration Management

Overview

This activity describes the process for placing a new unit of code under software configuration management (SCM).

Roles and Responsibilities

See parent activity 2.1 Place Products Under Software Configuration Management.

Controls

The order of compilation, as stated in the Computer Software Configuration Item (CSCI) Components section of the Software Design Document (SDD) (see Appendix E).

Inputs

A Promotion Notification Form (PNF) (see Appendix C), partially completed by the developer and software engineering manager (or project software manager). 

A new unit of code that was not placed under SCM.

Procedures

Note:  The directories described in the following steps may vary depending on the directory structure defined in the Configuration Identification section of the project’s SCMP.  The directories are shown as examples only.

1)  The software librarian receives and reviews the PNF.  The developer and the software engineering manager (or project software manager) should have completed the appropriate PNF sections to indicate if the code unit was approved to be baselined or placed in the integration directory.  If the code is to be baselined, the project software manager’s signature is required.  If the code is to be placed in the integration directory, only the software engineering manager’s signature is required.

2)  The software librarian assigns a unique filename to the code unit, based on the naming and numbering scheme described in the Configuration Identification section of the SCMP.

3)  If the code unit was approved to be baselined, the software librarian moves the unit to the baseline directory (see Example 1).

Example 1:

project_volume\CSCI_Name\CONFIG\BASELINE\SOURCE\ unit_filename

project_volume\SHARED\REUSE\BASELINE\SOURCE\unit_filename

Otherwise, the software librarian places the code unit in the integration directory (see Example 2).

Example 2:

project_volume\CSCI_Name\CONFIG\INTEGRATION\SOURCE\ unit_filename

project_volume\SHARED\REUSE\INTEGRATION\SOURCE\unit_filename



Upon moving the code to the appropriate location, the software librarian sets up the access restrictions specified in the Configuration Identification section of the SCMP. 

4)  The software librarian rebuilds the system in the integration directory using the project’s SCM and development tools.  Rebuilding the system includes compiling and binding the Ada units, and linking the Ada library to create an executable file.  The software librarian references the SDD to determine the correct compilation order.  If changes affect a shared directory being used by developers, the software librarian should make the changes after normal working hours to minimize the disturbance of the developers’ work in progress. 

5)  If the compilation, binding, and linking (i.e., the build) are successful, the software librarian signs and numbers the PNF, and sends copies of it to the software engineering manager, author(s), and any other developers who may be using the libraries, indicating that the unit was successfully promoted.  If the unit was placed in the baseline directory, the software librarian also notifies the project software manager.  The software librarian places the PNF in the SCM tracking system.

6)  If the build is not successful (compilation or linking errors were encountered), the software librarian indicates this on the PNF, sends copies to the software engineering manager and author(s), and removes the unit from the directory.  The software librarian rebuilds the system with the previous configuration.  Upon further analysis, the software engineering manager may request that other units also be removed from the directory.

7)  If the build is successful, the software librarian enters the status of the code unit (i.e., baselined or integration) into the SCM tracking system.  The software librarian may accomplish this by using a product list that tracks the status of each software product being developed during this cycle.

Outputs

The code unit which was placed in the correct directory using the correct filename, as stated in the SCMP.

The completed PNF, sent by the software librarian to the software engineering manager, author(s), and (if the unit was placed in the baseline directory) the project software manager.

�Place Updated Documents Under Software Configuration Management

Overview

This activity describes the process of placing a modified document (copied from the software configuration management (SCM) library) under SCM.

Roles and Responsibilities

See parent activity 2.1. Place Products Under Software Configuration Management.

Controls

See parent activity 2.1. Place Products Under Software Configuration Management.

Inputs

A Promotion Notification Form (PNF) (see Appendix C), partially completed by the developer and the software engineering manager (or project software manager).

A modified document (copied from the SCM library).

Procedures

Note:  The directories described in the following steps may vary depending on the directory structure defined in the Configuration Identification section of the project’s SCM Plan (SCMP) (see Appendix E).  The directories are shown as examples only.

Prior to starting this activity, the document author checks a product out of the SCM library for revision.

1)  The software librarian reviews the PNF.  The document author and software engineering manager (or project software manager) should have partially completed the form to indicate if the document was approved to be baselined.  If the document is a modified, baselined document, the form must also reference an approved Software Change Request (SCR) (see Appendix C) justifying the changes made.

2)  The software librarian assigns a unique filename to the document based on the naming and numbering scheme described in the Configuration Identification section of the SCMP.

3)  The software librarian verifies that the Revision History of the document is correctly completed and the SCR is referenced (if the document is a modified, baselined document).

4)  If the document is approved to be baselined, the software librarian moves the document to the baseline directory (see Example 1). 

Example 1:

project_volume\SHARED\BASELINE\DOCUMENT\ document_type\document_filename

project_volume\CSCI_Name\CONFIG\BASELINE\DOCUMENT\ document_type\document_filename

If the document is not approved by management for baselining, but is simply approved for promotion, the software librarian moves the document into the integration directory (see Example 2).

Example 2:

project_volume\SHARED\INTEGRATION\DOCUMENT\ document_type\document_filename

project_volume\CSCI_Name\CONFIG\INTEGRATION\DOCUMENT\document_type\ document_filename

Upon moving the document to the appropriate location, the software librarian sets up the access restrictions specified in the Configuration Identification section of the SCMP.

5)  The software librarian verifies that the document was moved to the correct directory and correctly named.

6)  If the updated document being placed under SCM is a modified, baselined document, the software librarian notes in the project’s SCM tracking system that each SCR responsible for a changes was implemented and is now closed.  If an implemented SCR was generated as a result of a Software Trouble Report (see Appendix C) and all other SCRs generated by that Software Trouble Report were closed, the librarian also marks the report as closed.

7)  The software librarian signs the PNF, and sends a copy to the document author(s) and software engineering manager, indicating that it was placed under SCM.  If the document was baselined, the software librarian also notifies the project software manager.  The software librarian places the PNF in the SCM tracking system.

8)  The software librarian updates the document’s status (i.e., baselined or in integration) in the SCM tracking system.  The software librarian may accomplish this using a product list that tracks the status of each software product being developed during the project cycle.

Outputs

The revised document, which was placed in the correct directory using the correct filename.

The notification (via the PNF) of the software engineering manager and the author(s) that the revised document was placed under SCM.

�Place Modified Code Under Software Configuration Management

Overview

This activity describes the process of placing a revised unit of code (copied from the software configuration management (SCM) library and modified) under SCM.

Roles and Responsibilities

See parent activity 2.1. Place Products Under Software Configuration Management.

Controls

The order of compilation, as stated in the computer software configuration item (CSCI) Components section of the Software Design Document (SDD) (see Appendix E).

See also parent activity 2.1. Place Products Under Software Configuration Management.

Inputs

A Promotion Notification Form (PNF) (see Appendix C), partially completed by the developer and software engineering manager (or project software manager).

A modified code unit copied from the SCM library.

Procedures

Note:  The directories described in the following steps may vary depending on the directory structure defined in the Configuration Identification section of the project’s SCM Plan (SCMP) (see Appendix E).  The directories are shown as examples only.

Prior to starting this activity, the developer checks a code unit out of the SCM library for revision.

1)  The software librarian receives and reviews the PNF.  The developer and the software engineering manager (or project software manager) should have completed the appropriate PNF sections and indicated if the modified code unit was approved to be baselined or placed in the integration directory.  If a baselined unit of code is modified, the PNF must reference an approved Software Change Request (SCR) and must include the project software manager’s signature.  If the modified code is to be placed in the integration directory, only the software engineering manager’s signature is required.

2)  The software librarian assigns a unique filename to the code unit based on the naming and numbering scheme described in the Configuration Identification section of the SCMP.

3)  If baselined code is modified, the software librarian verifies that the modification is documented in the code unit (i.e., the code unit contains comments indicating what (and where) changes were made).

4)  If the code unit was approved to be baselined, the software librarian moves it to the baseline directory (see Example 1).

Example 1:

project_volume\CSCI\CONFIG\BASELINE\SOURCE\ unit_filename

project_volume\SHARED\REUSE\BASELINE\SOURCE\unit_filename

Otherwise, the software librarian moves the code unit to the integration directory (see Example 2).

Example 2:

project_volume\CSCI\CONFIG\INTEGRATION\SOURCE\ unit_filename

project_volume\SHARED\REUSE\INTEGRATION\SOURCE\unit_filename

Upon moving the code to the appropriate location, the software librarian sets up the access restrictions specified in the Configuration Identification section of the SCMP.

5)  The software librarian rebuilds the system using the project’s SCM and development tools.  Rebuilding the system includes compiling and binding the Ada units, and linking the Ada library to create an executable file.  The librarian references the order of compilation stated in the CSCI Components section of the SDD for assistance in rebuilding the system.  If the modifications affect a shared directory being used by developers, the software librarian should make the modifications after normal working hours to minimize the disturbance of developers’ work.

6)  If the compilation, binding, and linking (the build) are successful, the software librarian signs the PNF, and sends a copy to the software engineering manager, unit developer, and any other developers who may be using the libraries, indicating that the unit was successfully promoted.  If the modified unit is baselined, the librarian also notifies the project software manager.  The PNF is placed in the SCM tracking system.

7)  If the build is not successful (e.g., syntax errors or runtime errors are encountered) the software librarian documents this on the PNF, sends copies of it to the software engineering manager and developer, and removes the unit from the integration directory.  The librarian then rebuilds the system with the previous configuration.  Upon further analysis, the software engineering manager may request that other units be removed.

8)  If the updated code unit being placed under SCM was baselined prior to modification and the build of the updated unit was successful, the software librarian notes in the project’s SCM tracking system that each SCR proposing the changes was implemented and closed.  If an implemented SCR was generated as a result of a Software Trouble Report, and all other SCRs generated by that Software Trouble Report are closed, the librarian also marks the Software Trouble Report as closed.

9)  The software librarian updates the status of the code unit (i.e., baselined or in integration) in the project’s SCM tracking system.  To accomplish this, the librarian may use a product list that tracks the status of each software product being developed during the cycle.

Outputs

The modified code unit, which was placed in the correct directory using the correct filename.

The notification (using the PNF) of the software engineering manager and developer by the software librarian that the modified code unit was promoted and placed under SCM.

�Dispositioning software configuration management Reports Or Requests

Overview

This activity covers the creation and handling of Software Trouble, Software Change Requests (SCR), and Requests for Deviation/Waiver (see Appendix C for forms).  It explains how and when these reports and requests are written, how they are analyzed, the relationships among them, and the steps in the approval process.

Roles and Responsibilities

The software project group that includes the following:

The project software manager is responsible for calling the Software Control Board (SCB) meeting and ensuring that the appropriate people attend.  The project software manager is also responsible for assigning the appropriate individuals to analyze Software Trouble Reports, SCRs, and Requests for Deviation/Waiver, and for reviewing the results.

The software configuration management (SCM) manager is responsible for recording all decisions made during the SCB meeting and for maintaining the project’s SCM tracking system.

The requester writing the request or report is responsible for submitting the Software Trouble Reports, SCRs, or Requests for Deviation/Waiver.

The reviewer is responsible for analyzing the Software Trouble Reports, SCRs, or Requests for Deviation/Waiver.  The reviewer is appointed by the project software manager.

Controls

The change management process, which is documented in the Configuration Control section of the SCM Plan (SCMP) (see Appendix E) and which explains the processes for submitting reports and requests, and having them approved or disapproved.

Inputs

Need to change a software product (document or code). 

Need to request a deviation or waiver.

Problem discovered in a software product.

Dispositioned Requests for Deviation/Waiver received from the software engineering process group (SEPG).

Procedures

This activity consists of the following subactivities, which may be performed by different individuals.  The subactivities are listed in sets.  One subactivity from the first set must be performed before any in the remaining sets are performed; a subactivity from the second set follows, and then either subactivity 2.2.6 Hold Software Control Board Meeting or 2.2.4 Request Software Product Change (back in the first set) follows.

1)  2.2.1 Request Deviation/Waiver, 2.2.2 Report Software Product Problems, or 2.2.4 Request Software Product Change.  A requester writes a Request for Deviation/Waiver to seek permission to circumvent some organizational process or standard or to obtain a waiver from some system or software requirement.  A requester writes a SCR to change a baselined product (i.e., documentation or code).  A requester writes a Software Trouble Report to report a problem discovered in a software product during or after qualification testing.

2)  2.2.3 Review Reported Problems or 2.2.5 Analyze Software Change Request.  The project software manager assigns a reviewer to analyze each SCR, Software Trouble Report, and Request for Deviation/Waiver.  The project software manager then reviews the results of the analysis of the Software Trouble Report or Request for Deviation/Waiver.  The project software manager sends all SCRs to the SCB for review once they are analyzed.  The project software manager may determine that no change is needed to resolve a Software Trouble Report (e.g., the report is a duplicate or the problem was due to user error) or may decide to have a SCR written. The project software manager may reject a Request for Deviation/Waiver or submit it to the SCB for approval or disapproval.

3)  2.2.6 Hold Software Control Board Meeting.  The SCB meets to approve or disapprove all SCRs and Requests for Deviation/Waiver.  The SCB is chaired by the project software manager, who prepares the agenda; schedules meetings; and determines which developers, software engineering managers, or testers shall attend.  Other SCB members include the SCM manager and a software quality assurance (SQA) representative.  Any changes that may affect system requirements, system designs, interfaces (either hardware or human), or deviations or waivers from system standards or requirements are submitted to the project-level Configuration Control Board (CCB).  Any deviations or waivers from the organization’s standard software process are submitted to the SEPG.  When these are dispositioned by the software engineering process group (SEPG), an announcement is made at the meeting.

Outputs

A SCR or Request for Deviation/Waiver, which the SCB has approved.

A CCB Candidate List, which is submitted to project-level configuration management (CM) (if it was determined that a change in or a deviation or waiver from a project-level product, requirement, or standard is needed).

Any Requests for Deviation/Waiver submitted to the SEPG (if it was determined that a deviation or waiver from an organizational standard or requirement is needed).

�Request Deviation/Waiver

Overview

This activity describes the process for requesting a deviation or waiver.  All deviation or waiver information is stored in the project’s software configuration management (SCM) tracking system.  A requester may write a Request for Deviation/Waiver to seek authorization to circumvent an organization’s processes or standards.  The requester may also use a Request for Deviation/ Waiver to seek a waiver from a system or software requirement.

Roles and Responsibilities

The requester requesting a deviation or waiver from a requirement, standard, or process is responsible for completing a Request for Deviation/Waiver (see Appendix C), entering it into the project’s SCM tracking system, and notifying the project software manager and the SCM manager.

The SCM manager is responsible for verifying that the request has been written properly and entered into the SCM tracking system correctly.

Controls

The Request for Deviation/Waiver which is documented in the Configuration Control section of the project’s SCM Plan (SCMP).

Inputs

An identified need for a deviation from a standard or process or a waiver from a requirement.

Procedures

Note:  Forms may be electronic or hard-copy and are provided by the SCM manager.

1)  The requester completes the appropriate sections of the Request for Deviation/Waiver.  The requester references any materials or information that may be needed to understand the reason for the request.

2)  The requester notifies the software engineering manager, project software manager, and SCM manager of the new Request for Deviation/Waiver via E-mail.  This notification is in addition to any automatic notification that the project’s SCM tracking system may provide.

3)  The SCM manager reviews the Request for Deviation/Waiver and verifies that it is properly written and correctly entered into the project’s SCM tracking system.  If allowed by the SCM tool, the SCM manager may place access restrictions on the request, giving write access only to those individuals who require it (normally only the project software manager).

Outputs

The Request for Deviation/Waiver, which has been entered into the project’s SCM tracking system.

�Report Software Product Problems

Overview

This activity describes the process for writing Software Trouble Reports (see Appendix C).  All Software Trouble Report information is stored in the project’s software configuration management (SCM) tracking system.  Software Trouble Reports are generally written by qualification testers or project members receiving problem reports from users.

Roles and Responsibilities

The reporter reporting a problem in a software product is responsible for writing a Software Trouble Report, entering it into the project’s SCM tracking system, and notifying the project software manager and SCM manager.  If the person reporting the problem is a user who is not a member of the software organization, the reporter may be any team member to whom the user communicates the problem.

The SCM manager is responsible for verifying that the Software Trouble Report is properly written and correctly entered into the SCM tracking system.

Controls

The Software Trouble Report form and instructions (see Appendix C), which are documented in the Configuration Control section of the project’s SCM Plan (SCMP) (see Appendix E).

Inputs

An identified problem in a software product.

Procedures

Note:  Forms may be electronic or hard-copy, and are provided by the SCM manager.

1)  The reporter documents the problem on the Software Trouble Report, referencing any materials or information that may be needed to understand the problem.

2)  The reporter notifies the software engineering manager, project software manager, and SCM manager of the new Software Trouble Report via E-mail.  This notification is in addition to any automatic notification that the SCM tracking system may provide.

3)  The SCM manager reviews the Software Trouble Report and verifies that it was properly written and correctly entered into the SCM tracking system.  If allowed by the SCM tool, the SCM manager may place access restrictions on the Software Trouble Report, giving write access only to those individuals who require it (normally only the project software manager).

Outputs

The Software Trouble Report, which has been entered into the SCM tracking system.

�Review Reported Problems

Overview

The purpose of this activity is to analyze and review each Software Trouble Report or Request for Deviation/Waiver (see Appendix C) received, and to determine whether it justifies changing a software product, process, or planned activity.

Roles and Responsibilities

The reviewer (an individual different from the requester or reporter) usually is assigned to analyze the Software Trouble Report or Request for Deviation/Waiver.  In certain cases in which the Request for Deviation/Waiver impacts a software configuration management (SCM) or software quality assurance (SQA) process or activity, a member of the SCM or SQA staff may be assigned to analyze the request.

The project software manager is responsible for assigning the reviewer, assessing the reviewer’s analysis, and determining if a Software Change Request (SCR) (see Appendix C) should be written or if a Request for Deviation/Waiver should be considered by the Software Control Board (SCB).

The SCM manager is responsible for verifying that the analysis and decisions are properly entered into the project’s SCM tracking system.

Controls

Forms and instructions for the Software Trouble Report, SCB Candidate List, and Request for Deviation/Waiver (see Appendix C for forms), which are documented in the Configuration Control section of the project’s SCM Plan (SCMP) (see Appendix E).

Inputs

The Software Trouble Report or Request for Deviation/Waiver, which is in the SCM tracking system.

Procedures

The reviewer, the project software manager, and the SCM manager perform one of the following subactivities.

1)  2.2.3.1  Analyze Software Trouble Report.  This subactivity describes the process of analyzing the Software Trouble Report and determining the appropriate action to be taken.

2)  2.2.3.2  Analyze Request for Deviation/Waiver.  This subactivity describes the process of analyzing the Request for Deviation/Waiver and determining the appropriate action to be taken.  If the deviation or waiver is clearly beneficial, the project software manager adds the request to the SCB Candidate List.

Outputs

The preliminary SCB Candidate List which documents those items to be reviewed by the SCB.

A Software Trouble Report which identifies a problem in a software product.

�Analyze Software Trouble Report

Overview

This activity describes the process of analyzing and deciding the appropriate action to be taken on a Software Trouble Report.  All Software Trouble Report information is stored in the project’s software configuration management (SCM) tracking system.  On large projects, the personnel performing this activity may be doing so as members of a dedicated Software Trouble Report Board (STRB).

Roles and Responsibilities

The reviewer (a developer) is responsible for analyzing the Software Trouble Report, documenting the results on the Software Trouble Report form, and entering the Software Trouble Report into the project’s SCM tracking system.  The reviewer may be asked to summarize the analysis and provide supplementary information to the project software manager.

The project software manager is responsible for assigning a reviewer to analyze the reported problem, reviewing the Software Trouble Report analysis, and determining if a change to a software product is required.

The SCM manager is responsible for granting access to the Software Trouble Report forms in the project’s SCM tracking system and verifying that the data was entered correctly.

Controls

The Software Trouble Report form and instructions (see Appendix C), which are documented in the Configuration Control section of the project’s SCM Plan (SCMP) (see Appendix E).

The Configuration Change Request (CCR) form and instructions (see Appendix C), which are documented in the project-level Configuration Management (CM) Plan (CMP).

Inputs

The Software Trouble Report to be analyzed, which was entered into the SCM tracking system.

Procedures

1)  The SCM manager receives a Software Trouble Report, grants write access to the project software manager, assigns a unique number to the Software Trouble Report, and uses E-mail to send copies of it to the project software manager and software engineering manager.

2)  The project software manager assigns one or more reviewers to analyze the Software Trouble Report and selects a requested completion date.  The project software manager records this information on the Software Trouble Report form in the SCM tracking system and notifies each reviewer via E-mail.  The SCM manager then grants each reviewer write access to the Software Trouble Report.

3)  The responsible reviewer analyzes the Software Trouble Report to determine the source of trouble.  The reviewer first determines if the Software Trouble Report is a duplicate of one already received.  The reviewer then attempts to reproduce the problem and determine if it is a result of a user error, hardware problem, software-product error (e.g., incorrect code or mistake in installation instructions), or problem with an interfacing piece of software (e.g., interfacing computer software configuration item (CSCI) failure).  If the reviewer determines that the Software Trouble Report results from a software product error, the reviewer also checks the change history of the product to determine if the error has been corrected in a later revision.  If the error was corrected in a later version, the reviewer notifies the individual or organization reporting the problem of the availability of the updated product.

4)  If there is a software product error, the responsible reviewer uses the Software Trouble Report to document the error location, all code units or documents that must be changed to correct the error, and any other potential problems or errors discovered while performing the analysis.  The reviewer then records the completion date; saves the updated Software Trouble Report into the SCM tracking system; and notifies the project software manager, software engineering manager, and SCM manager via E-mail that the analysis is complete, sending them copies of the updated Software Trouble Report.

5)  The SCM manager verifies that the data was correctly entered and that the project software manager and software engineering manager received copies of the updated Software Trouble Report via E-mail.

6)  The project software manager examines the completed Software Trouble Report and determines whether or not a change to a software product is required.  The project software manager bases this determination on a careful review of the Software Trouble Report analysis.  If the project software manager requires further information, the project software manager discusses the analysis with the reviewer.

7)  If the project software manager determines that a change is required to a software product under the project software manager’s control, the project software manager assigns the responsibility for writing the Software Change Request (SCR) (see Appendix C) to a staff member and notifies that individual via E-mail. 

8)  If the cause of the problem is a software product not under the control of the project software manager, the project software manager forwards the Software Trouble Report to the responsible manager and requests a reply by a certain date.  If the problem is found in a commercial product, the project software manager contacts the vendor and attempts to identify possible work-arounds.

9)  If a system problem (e.g., a flaw in the hardware) is found to be the cause, the project software manager writes a Configuration Change Request (CCR) (see Appendix C) and attaches the Software Trouble Report.  The project software manager submits the SCR to a member of the project-level, configuration management (CM) staff.  The format and method of submitting CCRs are documented in the project-level CMP, and, thus, are not detailed in this Guidebook.  If no CCR form is specified in the project-level CMP, a SCR form may be used.

10)  The project software manager documents the final disposition of the Software Trouble Report (e.g., no action taken, SCR written) on the form in the SCM tracking system.

Outputs

Possibly a CCR submitted to the project-level CM staff.

A Software Trouble Report which identifies a problem in a software product.

�Analyze Request For Deviation/Waiver

Overview

This activity describes the process of analyzing Requests for Deviation/Waiver and deciding the appropriate action to be taken.  All Requests for Deviation/Waiver information are stored in the project’s software configuration management (SCM) tracking system.

Roles and Responsibilities

The reviewer (a developer other than the requester) is responsible for analyzing the request and documenting the results.  These results shall be recorded on the Request for Deviation/Waiver form and entered into the project’s SCM tracking system.  The reviewer may be asked to summarize the analysis and provide supplementary information to the project software manager.

The project software manager is responsible for assigning a reviewer to analyze the request, reviewing the analysis, and determining if the request has merit.

The SCM manager is responsible for granting access to the Request for Deviation/Waiver form in the project’s SCM tracking system and for verifying that the data was entered correctly.

Controls

The Request for Deviation/Waiver and Software Control Board (SCB) Candidate List forms and instructions, (see Appendix C), which are documented in the Configuration Control section of the project’s SCM Plan (SCMP) (see Appendix E).

The project-level Configuration Management (CM) Plan (CMP), which determines the format of the Configuration Change Request (CCR) form (see Appendix C).

Inputs

A Request for Deviation/Waiver, which has been received and entered into the SCM tracking system.

The preliminary SCB Candidate List, which specifies items to be reviewed at the next SCB meeting.

Procedures

1)  The SCM manager receives a Request for Deviation/Waiver, grants write access to the project software manager, assigns a unique number to it, and sends copies via E-mail to the project software manager and software engineering manager.

2)  The project software manager assigns one or more reviewers, who will be responsible for analyzing the request and establishes a date for completing the analysis.  The project software manager records this information on the Request for Deviation/Waiver form in the SCM tracking system.  The project manager notifies each reviewer via E-mail, sending a copy of the request, and the SCM manager grants the reviewer(s) write access to the request.

3)  The reviewer analyzes the request, determining the impact of the request on the software products (e.g., failure to comply with certain coding standards may make the software machine-dependent and cause it to fail on the target machine) and on planned software and system activities and schedule.  The reviewer may gather additional information by interviewing the author of the request and reading any related material the author may reference.

4)  The responsible reviewer documents the findings on the Request for Deviation/Waiver in the SCM tracking system.  The reviewer records the completion date; saves the updated Request for Deviation/Waiver; and uses E-mail to notify the project software manager, software engineering manager, and SCM manager that the analysis is complete, sending them copies of the updated request.

5)  The SCM manager verifies that the data has been entered correctly on the Request for Deviation/Waiver, and that the project software manager and software engineering manager have received copies.

6)  The project software manager reviews the analysis to determine the reason for and validity of the request, and the overall impact on the project if the request is granted.

7)  If the analysis shows that a substantial amount of time or money will be saved by granting the deviation or waiver without creating a negative impact on the project’s quality, cost, or schedule, the project software manager adds the request to the SCB Candidate List (see Appendix C).

8)  If the request is seeking a waiver from implementing a poorly written, contradictory, or unrealistic software product (e.g., requirement or plan), the project software manager assigns a developer to use the identified need for change in the product to write a Software Change Request (SCR) (see Appendix C) (see activity 2.2.4 Request Software Product Change).  If the problem involves a system-level product, the project software manager writes a CCR, and submits it to a member of the project-level CM staff.  The CCR format method of submitting it are defined in the project-level CMP and, thus, are not discussed in this Guidebook.  If no form is specified by the project-level CMP, a SCR form may be used.

Outputs

A CCR, which is written if a change to a system-level product is needed.

The preliminary SCB Candidate List, which has been updated to include the Requests for Deviation/Waiver that the project software manager considers legitimate.

The analyzed Request for Deviation/Waiver.

�Request Software Product Change

Overview

This activity describes the process for writing Software Change Requests (SCR).  All SCR information is stored in the project’s software configuration management (SCM) tracking system.  SCRs are generally written by individuals working on the project prior to qualification testing or as a result of Configuration Change Requests (CCR) or Software Trouble Reports.

Roles and Responsibilities

The requester requesting a change in a software product is responsible for writing a SCR, entering it into the project’s SCM tracking system, and notifying the project software manager and the SCM manager.

The SCM manager is responsible for verifying that the SCR was properly written and correctly entered into the SCM tracking system.

Controls

The SCR form and instructions, (see Appendix C), which are documented in the Configuration Control section of the project’s SCM Plan (SCMP) (see Appendix E).

Inputs

An identified need for change in a software product.

An Software Trouble Report or Request for Deviation/Waiver (see Appendix C).

An approved CCR, which may have been issued at the project level, requiring one or more SCRs to be written (in this case, the requester is the project software manager).

Procedures

Note:  Forms may be electronic or hard-copy and are provided by the SCM manager.

1)  The requester documents the requested change and its justification on a SCR, and enters it into the SCM tracking system.  The requester references any materials or information that may be needed to make the necessary changes.  If a CCR, Request for Deviation/Waiver, or Software Trouble Report has led to or has been required by the SCR, the requester also references it on the SCR.

2)  The requester notifies the software engineering manager, project software manager, and SCM manager of the new SCR via E-mail.  This notification is in addition to any automatic notification that the project’s SCM tracking system may provide.

3)  The SCM manager reviews the SCR, and verifies that it was properly written and was correctly entered into the SCM tracking system.  If allowed by the SCM tool, the SCM manager may place access restrictions on the SCR, giving write access only to those individuals who require it (normally only the project software manager).

Output

The SCR, which has been entered into the project’s SCM tracking system.

�Analyze Software Change Request

Overview

This activity describes the process of analyzing Software Change Requests (SCR).  All SCR information is stored in the project’s software configuration management (SCM) tracking system.

Roles and Responsibilities

The reviewer analyzes the impacts, criticality, and risks associated with the SCR.  The reviewer records the results on the SCR form, and enters the revised form into the SCM tracking system.

The project software manager assigns a reviewer to analyze the SCR.

The SCM manager verifies that the analysis was correctly entered into the SCM tracking system.

Controls

The SCR and Software Control Board (SCB) Candidate List forms and instructions, (see Appendix C), which are documented in the Configuration Control section of the project’s SCM Plan (SCMP (see Appendix E).

Inputs

An SCR, which has been entered into the SCM tracking system.

The preliminary SCB (Software Control Board) Candidate List, which contains a list of items to be reviewed at the next SCB meeting.

Procedures

1)  The SCM manager receives a SCR, grants write access to the project software manager, assigns a unique number to the SCR, and sends copies of it via E-mail to the project software manager and software engineering manager.

2)  The project software manager assigns one or more reviewers who will be responsible for analyzing the impact of the SCR, and sets a date for completing the SCR analysis.  The project software manager records this information in the SCM tracking system.

3)  The project software manager notifies the responsible reviewer and the SCM manager via E-mail.  

4)  The SCM manager grants the responsible reviewer write access to the SCR in the SCM tracking system.

5)  The reviewer completes Sections B, C, and D of the SCR form following the instructions provided.

6).  The reviewer records all SCR impact information on the SCR form.  The reviewer records the completion date; saves the findings of the SCR analysis in the SCM tracking system; and notifies the project software manager, software engineering manager, and SCM manager that the analysis is complete.

7)  The project software manager ensures that the SCR analysis is completed by the required date.  Based on the analysis, the project software manager may also determine the cost of the proposed change and add this to the analysis findings.

8)  The SCM manager adds the SCR to the SCB Candidate List.

Outputs

The preliminary SCB Candidate List, which has been updated with the new SCR.

The analyzed SCR in the SCM tracking system.

�Hold Software Control Board Meeting

Overview

This activity describes the purpose of and procedures for holding a Software Control Board (SCB) meeting.  The SCB is the central authority for approving all Software Change Requests (SCR) and Requests for Deviation/Waiver (see Appendix C for forms) from software project processes or requirements.  Changes to, or deviations or waivers from, project-level, controlled products are reviewed by the SCB and, if approved, are sent to the higher-level Configuration Control Board (CCB) for review and approval.  Requests for deviations or waivers from the software organization’s standard software process are reviewed by the SCB and, if  approved, are sent to the software engineering process group (SEPG) for review and approval.

Roles and Responsibilities

The software project group may be involved in the SCB meeting.  The following roles are detailed:

The requester submits a SCR or a Request for Deviation/Waiver.

The project software manager is responsible for scheduling and leading the SCB meetings and ensuring that the appropriate persons attend.  The project software manager oversees all SCB functions.

The software configuration management (SCM) manager is responsible for recording the results of the SCB meeting in the project’s SCM tracking system.

One or more reviewers are responsible for presenting their analyses of proposed changes, deviations, or waivers.  Additional team members (e.g., software engineering managers, testers, or developers) may be asked to contribute more detailed information to the reviewers’ analyses.

The SCB, as defined in the Configuration Control Section of the SCM Plan (SCMP) (see Appendix E), reviews all requested changes and Requests for Deviation/Waiver.  The SCB disposes of these requests (i.e., approves, disapproves, or defers) or submits them to the CCB or SEPG for final approval.

The software quality assurance (SQA) representative serves as a member of the SCB.

Controls

The membership of the SCB and the SCB Candidate List form and instructions (see Appendix C), both of which are documented in the Configuration Control Section of the SCMP.

The appropriate forms and activities for submitting requests to the CCB, which are documented in the project-level Configuration Management (CM) Plan (CMP).

Inputs

The preliminary SCB Candidate List, which lists all the SCRs and Requests for Deviation/Waiver that will be reviewed during the SCB meeting.

The set of SCRs and Requests for Deviation/Waiver which are stored in the SCM tracking system.

Dispositioned Requests for Deviation/Waiver received from the software engineering process group (SEPG).

Procedures

1)  The project software manager obtains information on all the items on the preliminary SCB Candidate List (see Appendix C) and the affected software products from the SCM tracking system.  It is important that this information be accurate because schedules and releases are determined based on this information.  The information needed by the project software manager includes responsibility (groups or individuals), criticality and risk levels, products affected, schedule and cost impacts, and current product status.

The project software manager reviews the list of requests deferred from prior SCB meetings and determines if any can be presented at this meeting.  No request should be deferred more than twice.  The project software manager also checks the status of any requests submitted to higher boards (e.g., CCB, SEPG) for approval.  The project software manager announces if any of these were approved or disapproved during the SCB meeting.

2)  The project software manager identifies the personnel available to implement the requested changes, and determines the amount of time the personnel can spend to implement the requested changes.  This information may be provided by other board members.  The project software manager adds this information to the SCB Candidate List (see Example 1, which follows step 7 of this activity).

3)  The project software manager schedules the SCB meeting and ensures that the appropriate persons attend.  The key persons are identified in the Configuration Control section of the SCMP, although additional persons (i.e., developers and others who have an interest in the SCB agenda) may be invited at the project software manager’s discretion.  The project software manager schedules the SCB meeting either two days before the CCB meeting or at any other time the project software manager deems necessary.  A SCB meeting should always be held within two weeks of a request being received to avoid backlogs.  Note:  The meeting may be held electronically using E-mail; however, all SCB members must be given an opportunity to review and discuss each request.

4)  The individuals making or analyzing requests (i.e., requesters and reviewers) present the SCRs and Requests for Deviation/Waiver at the SCB meeting, including all information about the impacts, criticality, and risks associated with the proposed changes, deviations, or waivers.  Additional information may be requested from other individuals in the software development group.

5)  The SCB, as a team, looks at all information presented and disposes of each request (i.e., approves, disapproves, or defers).  The board should defer a request no more than twice and should only do so when SCB members feel that the information presented was inadequate, incomplete, or incorrect, or when approval of the request depends upon CCB approval of the same or a related request.  Whenever the SCB defers a request, an SCM staff member documents the reason for the deferral in the meeting minutes, and the project software manager assigns an individual to gather any additional information required.  A vote may be taken to determine the outcome of a request; however, the project software manager has final authority.  All SCB members are given the opportunity to express their opinions concerning each request and to document their agreement or disagreement with the decision in Item [12] on the SCR or in Section C, Item [3] on the Request for Deviation/Waiver.

6)  The project software manager creates a CCB Candidate List, consisting of Configuration Change Requests (CCRs) and Requests for Deviation/Waiver that impact the project as a whole, to be forwarded to the project’s CCB.  

Examples include a request for a waiver from a system requirement or a proposed change to a system-level document.  

Any change to the approved Software Development Plan (SDP) (see Appendix E) is submitted to the project-level CCB as a CCR.  The CCR format is defined in the project-level CMP and, thus, is not covered in this volume.  If no standard forms for the CCR and CCB Candidate Lists are specified, the SCR and SCB Candidate List forms may be used.  The CCB Candidate List is submitted to a member of the project-level CM staff with the Software Trouble Reports, SCRs, or Requests for Deviation/Waiver attached or referenced.  Requests for Deviation/Waiver from the organization’s standard software process must be submitted to the SEPG for approval.

7)  The project software manager reviews the complete set of approved requests, and the list of individuals or groups assigned to implement them.  If the project software manager finds that an individual or group is overburdened or that the quality of a product or activity (e.g., testing) is being endangered by the implementation, the project software manager may postpone the implementation of the approved change, deviation, or waiver until the time of a planned, future product revision.  The date of implementation, whether immediate or delayed, is documented in Item [12] on the SCB Candidate List form (see Appendix C).  A sample SCB Candidate List is shown in Example 1.

8)  The project software manager or the appropriate software engineering manager assigns one or more individuals to implement each approved change by its expected completion date.  The project manager records this date on the SCR or Request for Deviation/Waiver form, as well as on the SCB Candidate List.  Note:  Implementing the change may be postponed until a planned, future revision of the product.  If the completion date affects a software project milestone date (e.g., release of the software) in the approved SDP, the project software manager writes a CCR and defers the change until the SCB receives approval from the project-level CCB.

9)  The SCM manager records the disposition of all requests, together with the names of the individuals responsible for implementing the approved changes, on the SCR and Request for Deviation/Waiver forms in the SCM tracking system.

10)  As the contents of the planned software products are changed by the SCB, the project software manager updates the plans and places them under SCM again (see activity 2.1.3 Place Updated Documents Under software configuration management).  These plans may not be changed unless the SCB determines that a change is necessary.

11)  The project software manager uses E-mail to notify the appropriate software development group members (i.e., all developers or testers who do not attend the meeting but who may be impacted) of the SCB decisions.





�Example 1:  SCB Candidate List

SCB Candidate List��Request�Criticality No.�Resp.

Group�Available Personnel

Resources�Products

Impacted�Impact�Risk�Cost�Product Status�Action

Taken�Expected Date of

Completion�Open/

Closed��SCR 123�1�Group1��WBS 0015�10.5 weeks�  3�$12K�Baselined�Approved�10/30/95�Open��SCR 124�2�Group1��WBS 0015�4.5 weeks�  2�$5K�Baselined�Disapproved�N/A�Closed��Group 1 total���20.0 weeks��15 weeks��$17K������Req. for   Waiver 8 � N/A�Group 2��WBS 0017�

�  ��Planned�Approved�08/30/96

(Deferred to next cycle)�Open��SCR 900�4�Group 2��WBS 0017�4.6 weeks�  1�$6K�Planned�Deferred�TBD�Open��Group 2 total���10.0 weeks��4.6 weeks��$6K������SCR 902�3�Group 3��WBS 0019�5.0 weeks�  3�$4K�Under Dev.�Approved�02/30/96

(Deferred to next cycle)�Open��Group 3 total���10.0 weeks��5.0 weeks��$4K�������

Outputs

The CCB Candidate List with the CCRs and Requests for Deviation/Waiver, which are submitted to the project-level CM manager or entered into a project-level CM tracking system (this is specified in the project-level CMP).

Any Requests for Deviation/Waiver that impact the organization’s standard software process, which are sent to the SEPG for review.

The set of approved, disapproved, or deferred SCRs and Requests for Deviation/Waiver, which are stored in the SCM tracking system.

�Prepare Software Products For Delivery

Overview

This set of activities describes the software configuration management (SCM) processes performed when the software products are being prepared for delivery, including developing the Software Version Description (SVD) (see Appendix E).  It also includes participation in the Functional Configuration Audit (FCA), Physical Configuration Audit (PCA), and the packaging and delivery of the products, with an emphasis on participation in the activity because the role of the SCM manager and staff is very limited and may differ widely from one project to another.

Roles and Responsibilities

The software project group which includes the following roles:

The SCM manager is responsible for preparing the SVD, participating in the PCA and FCA, and participating in the preparation of the software products for delivery.

The project software manager is responsible for reviewing and approving the SVD.  The project software manager is also responsible for co-chairing the PCA and FCA audits, and directing the packaging and delivery of the software products.

The project manager, the project manager’s designee, or an Office of Safety, Environment and Mission Assurance (OSEMA) representative may co-chair the PCA and FCA.

The software quality assurance (SQA) staff is responsible for performing the steps in the PCA and FCA.  The SQA staff is also responsible for tracking and documenting all problems found during the audits.

One or more software engineering managers and staff are responsible for writing portions of the SVD.

Controls

The MIL-STD-498 SVD Data Item Description (DID) (see Appendix E), which describes the outline and contents of the SVD.

The Software Engineering Evaluation System (SEES), which dictates the processes and forms used in performing the PCA and FCA. The SEES Technical Assessment Procedure (TAP) and Workshop for Functional Configuration Audit (SED-SES-TAP-FCADT-001, March 1994) describes in detail the steps and forms to be used during the FCA.  The SEES TAP and Workshop for Physical Configuration Audit (SED-SES-TAP-PCADT-001, March 1994), which describes in great detail the steps and forms to be used during the PCA.

The Audits and Reviews section of the SCM Plan (SCMP) (see Appendix E), which contains the FCA and PCA plans.

Inputs

The software products, which have been completed (i.e., passed qualification testing), are under SCM control, and are scheduled for release.

Procedures

The following subactivities must be performed sequentially, except for subactivities 2.3.2 Perform Functional Configuration Audit and 2.3.3 Perform Physical Configuration Audit which may be performed concurrently.

1)  2.3.1  Develop Software Version Description.  The SCM manager, with input from the software engineering manager and staff, writes the SVD, which provides an inventory of the materials being released and of changes incorporated since the previous release, the installation instructions, and a list of any known problems or errors.  The content and organization of the SVD is largely defined by the SVD DID.

2)  2.3.2  Perform Functional Configuration Audit.  This audit ensures that the software products satisfy the functions defined in the requirements.  The FCA involves members of the SQA staff, the project software manager, the SCM manager, and other interested parties.  The SEES provides the process and forms for the FCA, and the Audits and Reviews section of the SCMP contains the FCA plan.

3)  2.3.3 Perform Physical Configuration Audit.  This audit ensures that all required items (as documented in the Software Development Plan (SDP) (see Appendix E) and the SVD) are in the software products to be delivered.  The PCA involves members of the SQA staff, project software manager, SCM manager, and other interested parties.  The SEES provides the process and forms for the PCA, and the Audits and Reviews section of the SCMP contains the PCA plan.

4)  2.3.4 Package Products for Delivery.  This activity documents the steps performed by the SCM staff to prepare the software products for delivery to the customer.  This activity must be tailored to fit each project and, thus, is written at a high level of abstraction.

Outputs

The software products that have been released.

�Develop Software Version Description

Overview

This activity describes the process of developing the Software Version Description (SVD).  The contents of the SVD include an inventory of the software products being released and of changes made since the previous release, the installation instructions, and a list of any known problems or errors.

Roles and Responsibilities

The software configuration management (SCM) manager is responsible for the development of the SVD.

One or more software engineering managers and staff are responsible for providing all information concerning unique-to-site or unique-to-platform data to be contained in the SVD (e.g., the installation instructions and documentation of possible problems and known errors).

The project software manager is responsible for reviewing and approving the SVD.

Controls

MIL-STD-498, which provides the SVD Data Item Description (DID) and evaluation criteria (see Appendix E).

Inputs

Completed software products (i.e., those for which qualification testing is completed) that are scheduled for release.

The list of software products planned for release this cycle, which are documented in the Software Development Plan (SDP) (see Appendix E).

The installation instructions for the software, which may be in the Software User’s Guide. 

Procedures

Note:  This activity depends on the SVD DID.  The SVD author should carefully review the DID to determine how to tailor the steps below.  In general, the SCM manager is responsible for incorporating the information collected in the following steps into the SVD.

1)  The software engineering managers and staff briefly document the purpose and a general overview of the computer software configuration item (CSCI) in the Scope section of the SVD.  To do this, the software engineering managers and staff may reference the SDP.

2)  The SCM manager briefly summarizes the purpose and contents of the SVD in the Document Overview section of the SVD.

3)  Using the information in the SDP, the SCM manager lists all physical media and associated documentation that make up the software version being released, all computer files being released, all changes incorporated into the current software version, all related documentation not included in the release (e.g., MIL-STD-1553B), and all unique-to-site data in the current software version in the Version Description section of the SVD.

4)  The software engineering managers and staff document the installation instructions for the software version or upgrade in the Installation section of the SVD.  These instructions may consist of a reference to the Software User’s Guide.

5)  At the time of release, the software engineering managers and staff document any possible problems with or known errors in the software version and instructions for handling each one in the Possible Problems and Known Errors section of the SVD.

6)  The SCM manager reviews the completed SVD and compares it to the evaluation criteria in Appendix E to verify that it is complete and correct.

7)  The SCM manager submits the SVD to the project software manager for review and approval.

8)  Upon approval from the project software manager, the SCM manager places the SVD  under configuration control and moves it to the appropriate directory (see activity 2.1.1 Place a New Document Under software configuration management).

Outputs

The SVD, which has been written, approved, and placed under SCM.

�Perform Functional Configuration Audit

Overview

The purpose of the Functional Configuration Audit (FCA) is to verify that the computer software configuration item (CSCI) being delivered has achieved the performance specified in its requirements.  The team conducting the FCA accomplishes this verification by formally examining the CSCI’s qualification test data prior to delivery.  The FCA team determines the adequacy of the qualification testing and validates the accuracy of the Software Version Description (SVD) (see Appendix E).  The FCA is conducted when software products are ready for delivery, but prior to or concurrent with the Physical Configuration Audit (PCA).

Roles and Responsibilities

The project manager, the project manager’s designee, an Office of Safety, Environment and Mission Assurance (OSEMA) representative, or the software end recipient may serve as co-chairpersons of the FCA with the project software manager.  The co-chairs provide comments to the project software manager on the status and results of the FCA.

The project software manager provides information to the SQA staff.

The software configuration management (SCM) manager and staff provide the materials that will be audited and document the resulting minutes.

The SQA staff leads the audit activities and prepares the resulting records and reports.

Controls

The Audits and Reviews section of the SCM Plan (SCMP) (see Appendix E), which documents the plan (e.g., roles and responsibilities, items to be reviewed, date and location of the review, etc.) for the FCA.

The Software Engineering Evaluation System (SEES) Technical Assessment Procedure (TAP) and Workshop for Functional Configuration Audit (SED-SES-TAP-FCADT-001, March 1994) describes in detail the steps and forms to be used during the FCA.

Inputs

The Software Requirements Specification (SRS) (see Appendix E).

The qualification tests and test reports.

The qualified CSCI source code.

The Software Change Requests (SCR) (see Appendix C) that were implemented in the CSCI.

The SVD.

Procedures

1)  The SCM manager, in coordination with the project software manager and SQA staff, uses E-mail to notify all audit team members of the date and location of the audit, and prepares copies of the materials (i.e., the SVD, the qualified CSCI, the qualification tests and test results, the set of SCRs implemented in the CSCI, and the SRS).  The audit team membership and the date and location of the audit are specified in the Audits and Reviews section of the project’s SCMP.

2)  The SQA staff leads the audit team in carrying out the audit’s steps.  These steps and the forms and checklists used during the audit are documented in the SEES TAP and Workshop for Functional Configuration Audit (SED-SES-TAP-FCADT-001, March 1994).  This SEES document is available in the Software Engineering and Analysis Laboratory (SEAL) technical library.  The SQA staff fills in the FCA checklists and forms as the steps are performed.  As needed, the software project information is provided by the software project manager.  A member of the SCM staff documents the minutes of the audit.

3)  Software Trouble Reports (see Appendix C) may be used to document any discrepancies found during the audit (see activity 2.2.2 Report Software Product Problems).

4)  The SQA staff presents the audit results to the co-chairpersons.  The co-chairpersons may provide comments, which an SCM staff member records in the meeting minutes.

5)  The SCM staff places the FCA report (i.e., the results and minutes) under SCM (see activity 2.1.1 Place A New Document Under software configuration management).

6)  If problems are found during the audit, the project software manager, together with the other co-chairs, must determine if the PCA should be rescheduled.  If problems were identified in documentation (e.g., misnumbering of SCRs in the Software Version Description (SVD)), it may be possible to continue on schedule, with the understanding that the documented problems will be corrected prior to release of the product.  If the identified problems indicate that testing was not completed or was improperly performed, it may be necessary to postpone the PCA until corrective action has been taken. 

Outputs

The FCA report, which has been placed under SCM.

�Perform Physical Configuration Audit

Overview

The Physical Configuration Audit (PCA) compares the products being released (both software and documentation) with their required format and content standards (referenced in the Software Development Plan (SDP) (see Appendix E)).  The PCA also verifies that the supporting documents being released (e.g., Software Version Description (SVD)) are consistent, accurate, and complete with respect to the software being released.

Roles and Responsibilities

The project manager, the project manager’s designee, an Office of Safety, Environment, and Mission Assurance (OSEMA) representative, or the software end recipient may serve as co-chairpersons of the PCA with the project software manager. The co-chairs provide comments to the project software manager on the status and results of the PCA.

The software configuration management (SCM) manager and staff provide the materials to be audited and document the resulting minutes.

The software quality assurance (SQA) staff from OSEMA leads the audit activities and prepares the resulting records and reports.

The project software manager who provides information on the software products being delivered.

Controls

The Audits and Reviews section of the SCM Plan (SCMP) (see Appendix E), which documents the plan (roles and responsibilities, items to be reviewed, date and location of the review, etc.) for the PCA.

The Software Engineering Evaluation System (SEES) Technical Assessment Procedure (TAP) and Workshop for Physical Configuration Audit (SED-SES-TAP-PCADT-001, March 1994), which describes in detail the steps and forms to be used during the PCA.

The Standards for Software Products section of the SDP, which references the documentation and coding standards pertaining to the software products being delivered.

Inputs

All software products being delivered.

All documentation and coding standards that pertain to the software products being delivered.

The SVD (see activity 2.3.1 Develop Software Version Description).

Procedures

Note:  This activity may be performed concurrently with, or after the completion of, the Functional Configuration Audit (see activity 2.3.3 Perform Functional Configuration Audit).

1)  The SCM manager, in coordination with the project software manager and SQA staff, uses E-mail to notify all audit team members of the date and location of the audit and prepares copies of the materials (e.g., the SVD, the qualified computer software configuration item (CSCI), the Users Manual, and the coding standards referenced in the Standards for Software Products section of the SDP).  The audit team membership and the date and location of the audit are specified in the Audits and Reviews section of the project’s SCMP.

2)  The SQA staff leads the audit team in carrying out the steps of the audit.  These steps and the forms and checklists used during the audit are documented in the SEES Technical Assessment Procedure (TAP) and Workshop for Physical Configuration Audit (SED-SES-TAP-PCADT-001, March 1994).  This SEES document is available in the Software Engineering and Analysis Laboratory (SEAL) technical library.  The SQA staff fills in the PCA checklists and forms as the steps are completed.  A member of the SCM staff documents the minutes of the audit.  The project software manager provides information on the software products being delivered.

3)  The audit team may use Software Trouble Reports to document any discrepancies found during the audit (see activity 2.2.2 Report Software Product Problems).

4)  The SQA staff presents the results of the audit to the chairpersons.  The chairpersons may respond with comments, which an SCM staff member records in the meeting minutes.

5)  The SCM staff places the PCA report (the results and minutes) under SCM (see activity 2.1.1 Place a New Document Under software configuration management).

6)  If problems are found during the audit, the project software manager, together with the other co-chairs, must determine if the software release or software/hardware integration should be rescheduled.  If problems are identified in documentation (e.g., the detailed design documentation needs to be updated to match the code) it may be possible to continue on schedule, with the understanding that the documented problems and will be corrected.  If the identified problems indicate that the code does not comply with the coding standards or if errors in the user manuals would cause problems for the users, it may be necessary to postpone the software release or software/hardware integration until corrective action has been taken. 

Outputs

The PCA report, which has been placed under SCM.

�Package Products For Delivery

Overview

This activity documents the steps performed by the software configuration management (SCM) manager and staff to deliver software products.  This activity is project-dependent (i.e., tailored to meet the needs of each project) and, thus, is written at a high level of abstraction.  The SCM manager and staff perform this activity immediately following the Functional Configuration Audit (FCA) and Physical Configuration Audit (PCA).  The steps performed in this activity by the SCM manager and staff may range from simply mailing a tape to a user to visiting the customer site and helping integrate the software.

Roles and Responsibilities

The SCM manager is responsible for releasing the software products to the project group or the software end recipient.

The project software manager is responsible for coordinating the release of the software with the project office or customer.

Controls

The Software Version Description (SVD) (see Appendix E), which documents the list of products to be delivered.

The FCA and PCA reports.

Inputs

The software products to be delivered.

Procedures

1)  The SCM manager, together with the project software manager, reviews the PCA and FCA reports and verifies that all open issues documented in these reports are closed.

2)  The SCM manager verifies that all software products being delivered are clearly and correctly labeled with their version numbers and the release date(s).

3)  The project software manager notifies the project office (or software end recipient) that the software products are available for delivery.

4)  The SCM manager, in coordination with the project software manager, releases copies of all products specified in the Version Description section of the SVD.  The release of the software products may occur in many different ways and is totally project-dependent.  It may be as simple as sending a tape to a user or may involve on-site installation and user training by the developers.

Outputs

The software products, which have been released to the field or the project office. 
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