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Software Test Plan[SWE-104]
a. Qualification testing environment(s), site(s), personnel, and participating organizations.[SWE-104.k] Qualification testing is testing conducted to determine whether a system or component is suitable for operational use.[IEEE 610.12] As such, qualification testing includes several of the specific types of testing in section c.[JK:9/03/2010] Describe the software test environment at each intended qualification test site. Reference may be made to the Software Development Plan or Management Plan for resources that are described there. 
(1) Name of test site(s). This section should identify one or more test sites to be used for the testing; the sections below describe the software test environment at the site(s). 

(a) Software. Identify by name, number, and version, as applicable, the software (e.g., operating systems, compilers, communications software, related applications software, databases, input files, code auditors, dynamic path analyzers, test drivers, preprocessors, test data generators, test control software, other special test software, firmware, post processors) necessary to perform the planned testing activities at the test site(s). Describe the purpose of the software, describe its media (disk, etc.), identify those that are expected to be supplied by the site, and identify any classified processing or other security or privacy protection issues associated with the software.

(b) Hardware and firmware. Identify by name, number, and version, as applicable, the computer hardware, interfacing equipment, communications equipment, test data reduction equipment, apparatus such as extra peripherals (drives, printers, plotters), test message generators, test timing devices, and test event records, etc. that will be used in the software test environment at the test site(s). Describe the purpose of the hardware, state the period of usage and the number of each needed, identify those that are expected to be supplied by the site, and identify any classified processing or other security or privacy protection issues associated with the hardware.

(c) Other materials. Identify and describe any other materials needed for the testing at the test site(s). These materials may include manuals, software listings, media containing the software to be tested, media containing data to be used in the tests, sample listings of output, and other forms or instructions. Identify those items that are to be delivered to the site and those that are expected to be supplied by the site. The description should include the type, layout, and quantity of the materials, as applicable. Identify any classified processing or other security or privacy protection issues associated with the items.

(d) Proprietary nature, acquirer’s rights, and licensing. Identify the proprietary nature, acquirer’s rights, and licensing issues associated with each element of the software test environment.

(e) Installation, testing, and control. Identify the developer’s plans for performing each of the following, possibly in conjunction with personnel at the test site(s): 

1) Acquiring or developing each element of the software test environment

2) Installing and testing each item of the software test environment prior to its use

3) Controlling and maintaining each item of the software test environment

(f) Participating organizations. Identify the organizations that will participate in the testing at the test sites(s) and the roles and responsibilities of each.

(g) Personnel. Identify the number, type, and skill level of personnel needed during the test period at the test site(s), the dates and times they will be needed, and any special needs, such as multi-shift operation and retention of key skills to ensure continuity and consistency in extensive test programs.

(h) Orientation plan. Describe any orientation and training to be given before and during the testing. This information should be related to the personnel needs given in Section a.1.g Personnel. This training may include user instruction, operator instruction, maintenance and control group instruction, and orientation briefings to staff personnel. If extensive training is anticipated, a separate plan may be developed and referenced here.

(i) Tests to be performed. Identify, by referencing Section i. Planned tests the tests to be performed at the test site(s).J-STD-016:E.2.2(3)
b. Test levels (separate test effort that has its own documentation and resources, e.g., component, integration, and system testing).[SWE-104.a] Describe the levels at which testing will be performed, for example, software item level or system level. J-STD-016:E.2.2(4.1.1)
c. Test types: [SWE-104.b].
(1) Unit testing [SWE-62]. Unit Testing is defined as: Testing of individual… software units or groups of related units. IEEE STD 610.12-1990
(2) Software integration testing. 
(3) Systems integration testing. 

(4) End-to-end testing. The objective of end-to-end testing is to demonstrate interface compatibility and desired total functionality among different elements of a system, between systems, and systems as a whole. Interfaces include software/software, hardware/software, and system/system data exchanges. In addition, end-to-end testing includes complete operational scenarios
 across system components to verify that performance requirements are met.  End-to-end testing verifies that the data flows throughout the multi-system environment are correct, the system provides the required functionality, and that the outputs at the eventual end points correspond to expected results. Based on draft NPR2820

(5) Acceptance testing. Acceptance Testing is defined as: (1) Formal testing conducted to determine whether or not a system satisfies its acceptance criteria and to enable the customer to determine whether or not to accept the system. (2) Formal testing conducted to enable a user, customer, or other authorized entity to determine whether to accept a system or component. IEEE STD 610.12-1990
(6) Regression testing. Regression Testing is defined as: Selective retesting of a system or component to verify that modifications have not caused unintended effects and that the system or component still complies with its specified requirements. IEEE STD 610.12-1990
d. Test classes (designated grouping of test cases).[SWE-104.c]  Describe the classes of tests that will be performed (for example, timing tests, erroneous input tests, maximum capacity tests). J-STD-016:E.2.2(4.1.2)
e. General test conditions.[SWE-104.d]  Describe conditions that apply to all of the tests or to a group of tests. For example: “each test should include nominal, maximum, and minimum values;” “each test of type x should use live data;” “execution size and time should be measured for each software item.” Include a statement of the extent of testing to be performed and rationale for the extent selected. The extent of testing can be expressed as a percentage of some well defined total quantity, such as the number of samples of discrete operating conditions or values, or other sampling approach. Also included should be the approach to be followed for retesting/regression testing.J-STD-016:E.2.2(4.1.3)
f. Test progression.[SWE-104.e]  In cases of progressive or cumulative tests, this section should explain the planned sequence or progression of tests.J-STD-016:E.2.2(4.1.4)
g. Data recording, reduction, and analysis.[SWE-104.f]   Identify and describe the data recording, reduction, and analysis procedures to be used during and after the tests identified in this Software Test Plan. These procedures should include, as applicable, manual, automatic, and semi-automatic techniques for recording test results, manipulating the raw results into a form suitable for evaluation, and retaining the results of data reduction and analysis.J-STD-016:E.2.2(4.1.5)
h. Test coverage (breadth and depth) or other methods for ensuring sufficiency of testing. [SWE-104.g]   Test coverage is defined as: The degree to which a given test or set of tests addresses all specified requirements for a given system or component. IEEE STD 610.12-1990  The project evaluates test coverage to assure that the implementation of each requirement is verified[SWE-067] .
i. Planned tests  [SWE-104.h]  The sections below identify the items to be tested and the test associated with each item. (Note: the "tests" in this plan are collections of test cases. There is no intent to describe each test case in this document.) J-STD-016:E.2.2(4.2.x) Test Cases are documented in the Software Test Procedure.
(1) Item(s) to be tested.[SWE-104.h]  This section should identify a software item, subsystem, system, or other entity by name, and should describe the testing planned for the item(s) as follows. J-STD-016:E.2.2(4.2.x)
(a) Project-unique identifier of a test.[SWE-104.h]  Identify a test by project-unique identifier and provide the information specified below for the test. 

[1] Test objective

[2] Test level
[3] Test types
[4] Test class

[5] Qualification method(s)
 as specified in the requirements specification. 
[6] Identifier of the software item requirements and, if applicable, software system requirements addressed by this test. (Alternatively, this information may be provided in Section k. Requirements Traceability.)

[7] Special requirements (for example, 48 hours of continuous facility time, simulation, extent of test, use of a special input or database)

[8] Type of data to be recorded

[9] Type of data recording/reduction/analysis to be employed

[10] Assumptions and constraints, such as anticipated limitations on the test due to system or test conditions: timing, interfaces, equipment, personnel, database, etc.

[11] Safety, security, and privacy protection considerations associated with the test.J-STD-016:E.2.2(4.2.x.y)

j. Test schedules.[SWE-104.i] Contain or reference the schedules for conducting the tests identified in this plan. If applicable, include:

(1) A listing or chart depicting the sites at which the testing will be scheduled and the time frames during which the testing will be conducted

(2) A schedule for each test site depicting the activities and events listed below, as applicable, in chronological order with supporting narrative as necessary:

(a) On-site test period and periods assigned to major portions of the testing

(b) Pretest on-site period needed for setting up the software test environment and other equipment, system debugging, orientation, and familiarization

(c) Collection of database/data file values, input values, and other operational data needed for the testing

(d) Conducting the tests, including planned retesting

(e) Preparation, review, and approval of the Software Test Report (STR)J-STD-016:E.2.2(4.5)
k. Requirements traceability (or verification matrix). [SWE-104.j]
(1) Traceability from each test identified in this plan to the software item requirements and, if applicable, software system requirements it addresses.[SWE-72] 
(2) Traceability from each software item requirement and, if applicable, each software system requirement covered by this test plan to the test(s) that address it.[SWE-72] The traceability should cover the software item requirements in all applicable Software Requirements Specifications (SRSs) and associated Interface Design Description (IDD), and, for software systems, the system requirements in all applicable system/subsystem specifications and associated system-level interface specifications.J-STD-016:E.2.2(6)
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Software Test Procedures [SWE-114]
a. Test preparations, including hardware and software. This section should be divided into the following subsections. Safety precautions, marked by WARNING or CAUTION, and security and privacy protection considerations should be included as applicable.

(1) (Project-unique identifier of a test). This section should identify a test by project-unique identifier, provide a brief description, and should be divided into the following. When the information required duplicates information previously specified for another test, that information may be referenced rather than repeated.
(a) Hardware preparation. This section should describe the procedures necessary to prepare the hardware for the test. Reference may be made to published operating manuals for these procedures. The following should be provided, as applicable:

1) The specific hardware to be used, identified by name and, if applicable, number

2) Any switch settings and cabling necessary to connect the hardware

3) One or more diagrams to show hardware, interconnecting control, and data paths

4) Step-by-step instructions for placing the hardware in a state of readiness

(b) Software preparation. This section should describe the procedures necessary to prepare the item(s) under test and any related software, including data, for the test. Reference may be made to published software manuals for these procedures. The following information should be provided, as applicable:

1) The specific software to be used in the test

2) The storage medium of the item(s) under test (e.g., disk)

3) The storage medium of any related software (e.g., simulators, test drivers, databases)

4) Instructions for loading the software, including required sequence

5) Instructions for software initialization common to more than one test case

(c) Other pre-test preparations. This section should describe any other pre-test personnel actions, preparations, or procedures necessary to perform the test.J-STD-016:H.2.1(3)

b. Test descriptions, including: This section should be divided into the following subsections. Safety precaution, marked by WARNING or CAUTION and security and privacy protection considerations should be included as applicable. J-STD-016:H.2.1(4)
(1) Test identifier. (Project-unique identifier of a test). This section should identify a test by project-unique identifier and should be divided into the following subsections for each test case . When the required information duplicates information previously provided, that information may be referenced rather than repeated. J-STD-016:H.2.1(4.x )
(a) (Project-unique identifier of a test case).This section should identify a test case by project-unique identifier, state its purpose, and provide a brief description. The following subsections should provide a detailed description of the test case. J-STD-016:H.2.1(4.x.y)
1) System or CSCI requirements addressed by the test case. This section should identify the software item or system requirements addressed by the test case. (Alternatively, this information may be provided in the Requirements traceability Section c.1) J-STD-016:H.2.1(4.x.y.1)
2) Prerequisite conditions, including identification of test configuration. This section should identify any prerequisite conditions that are required to be established prior to performing the test case. The following considerations should be discussed, as applicable:

(a) Hardware and software configuration 
(b) Flags, initial breakpoints, pointers, control parameters, or initial data to be set/reset prior to test commencement

(c) Preset hardware conditions or electrical states necessary to run the test case

(d) Initial conditions to be used in making timing measurements

(e) Conditioning of the simulated environment

(f) Other special conditions peculiar to the test case J-STD-016:H.2.1(4.x.y.2)
3) Test input. This section should describe the test input necessary for the test case. The following should be provided, as applicable:

(a) Name, purpose, and description (e.g., range of values, accuracy) of each test input

(b) Source of the test input and the method to be used for selecting the test input

(c) Whether the test input is real or simulated

(d) Time or event sequence of test input

(e) The manner in which the input data will be controlled to:

1) Test the item(s) with a minimum/reasonable number of data types and values

2) Exercise the item(s) with a range of valid data types and values that test for overload, saturation, and other “worst case” effects

3) Exercise the item(s) with invalid data types and values to test for appropriate handling of irregular inputs

4) Permit retesting, if necessary J-STD-016:H.2.1(4.x.y.3)
4) Expected test results, including assumptions and constraints. This section should identify all expected test results for the test case. Both intermediate and final test results should be provided, as applicable. J-STD-016:H.2.1(4.x.y.4)
5) Criteria for evaluating results. This section should identify the criteria to be used for evaluating the intermediate and final results of the test case. For each test result, the following information should be provided, as applicable:

(a) The range or accuracy over which an output can vary and still be acceptable

(b) Minimum number of combinations or alternatives of input and output conditions that constitute an acceptable test result

(c) Maximum/minimum allowable test duration, in terms of time or number of events

(d) Maximum number of interrupts, halts, or other system breaks that may occur

(e) Allowable severity of processing errors

(f) Conditions under which the result is inconclusive and re-testing is to be performed

(g) Conditions under which the output is to be interpreted as indicating irregularities in input

test data, in the test database/data files, or in test procedures

(h) Allowable indications of the control, status, and results of the test and the readiness for the next test case (may be output of auxiliary test software)

(i) Additional criteria not mentioned above. J-STD-016:H.2.1(4.x.y.5)
6) Instructions for conducting procedure. This section should define the test procedure for the test case. The test procedure should be defined as a series of individually numbered steps listed sequentially in the order in which the steps are to be performed. The appropriate level of detail in each test procedure depends on the type of software being tested. For some software, each keystroke may be a separate test procedure step; for most software, each step may include a logically related series of keystrokes or other actions. The appropriate level of detail is the level at which it is useful to specify expected results and compare them to actual results. The following should be provided for each test procedure, as applicable:

(a) Test operator actions and equipment operation required for each step, including commands, as applicable, to:

1) Initiate the test case and apply test input

2) Inspect test conditions

3) Perform interim evaluations of test results

4) Record data

5) Halt or interrupt the test case

6) Request data dumps or other aids, if needed

7) Modify the database/data files

8) Repeat the test case if unsuccessful

9) Apply alternate modes as required by the test case

10) Terminate the test case

(b) Expected result and evaluation criteria for each step

(c) If the test case addresses multiple requirements, identification of which test procedure step(s) address which requirements. (Alternatively, this information may be provided in Section c. Requirements traceability.)
(d) Actions to follow in the event of a program stop or indicated error, such as:

1) Recording of critical data from indicators for reference purposes

2) Halting or pausing time-sensitive test-support software and test apparatus

3) Collection of system and operator records of test results

(e) Procedures to be used to reduce and analyze test results to accomplish the following, as applicable:

1) Detect whether an output has been produced

2) Identify media and location of data produced by the test case

3) Evaluate output as a basis for continuation of test sequence

4) Evaluate test output against required output J-STD-016:H.2.1(4.x.y.6)
c. Requirements traceability.[SWE-114.c]  The project shall provide and maintain bidirectional traceability from the Software Test Procedures to the software requirements.[SWE-072] This subclause should contain:

(1) Traceability from each test case to the system or software item requirements it addresses. If a test case addresses multiple requirements, traceability from each set of test procedure steps to the requirements addressed. (Alternatively, this traceability may be provided in Section b.1.a.1 System or CSCI requirements addressed by the test case.)
(2) Traceability from each system or software item requirement covered by the test case(s) that address it. For software item testing, traceability from each software item requirement in the software item’s Software Requirements Specification (SRS) and associated Interface Design Description. For system testing, traceability from each system requirement in the system’s specification and associated interface requirements. If a test case addresses multiple requirements, the traceability should indicate the particular test procedure steps that address each requirement. J-STD-016:H.2.1(5)
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Software Test Report [SWE-118]
a. Overview of the test results: (e.g., Document whether the set of tests Passed or Failed) This section should be divided into the following subsections to provide an overview of test results. J-STD-016:H.2.2(3)
(1) Overall evaluation of the software as shown by the test results. Provide an overall assessment of the software as demonstrated by the test results in this report. J-STD-016:H.2.2(3.1.a)
(2) Remaining deficiencies, limitations, or constraints detected by testing (e.g., including description of the impact on software and system performance, (including identification of requirements not met. J-STD-016:H.2.2(3.1.c.1)) the impact a correction would have on software and system design, and recommendations for correcting the deficiency, limitation, or constraint). Problem/change reports may be used to provide deficiency information. J-STD-016:H.2.2(3.1.b)

(3) Impact of test environment. This section should provide an assessment of the manner in which the test environment may be different from the operational environment and the effect of this difference on the test results. J-STD-016:H.2.2(3.2) 

(4) Recommended improvements. This section can provide any recommended improvements in the design, operation, or testing of the software tested. A discussion of each recommendation and its impact on the software may be provided. J-STD-016:H.2.2(3.3)
b. Detailed test results: This section should be divided into the following subsections to describe the detailed results for each test. Note: The word ‘test’ means a related collection of test cases. J-STD-016:H.2.2(4)
(1) Project-unique identifier of a test and test procedure(s) [SWE-118.b.1]. This section should identify a test by project-unique identifier and should be divided into the following subsections. J-STD-016:H.2.2(4.x) 

(a) Summary of test results (e.g., including requirements verified). This section should summarize the results of the test. The summary should include, possibly in a table, the completion status of each test case associated with the test (for example, ‘all results as expected,’ ‘problems encountered,’ ‘deviations required’). When the completion status is not ‘as expected,’ this section should reference the following subsection (i.e., b.3) for details. J-STD-016:H.2.2(4.x.1) 

(b) Problems encountered. This section should be divided into subsections that identify each test case in which one or more problems occurred. J-STD-016:H.2.2(4.x.2)
(a) Project-unique identifier of a test case. This section should identify by project-unique identifier a test case in which one or more problems occurred, and should provide: 
1) A description of the problem(s) encountered]
2) Identification of the test procedure step(s) in which they occurred

3) Reference(s) to the associated problem/change report(s) and backup data, as applicable

4) The number of times the procedure or step was repeated in attempting to correct the problem(s) and the outcome of each attempt

5) Back-up points or test steps where tests were resumed for retesting J-STD-016:H.2.2(4.x.2.y)
(c) Deviations from test cases/procedures. This section should be divided into subsections that identify each test case in which deviations from test case/test procedures occurred.

(a) Project-unique identifier of a test case. This section should identify by project-unique identifier a test case in which one or more deviations occurred, and should provide:

1) A description of the deviation(s) (for example, test case run in which the deviation occurred and nature of the deviation, such as substitution of required equipment, procedural steps not followed, schedule deviations). (Red-lined test procedures may be used to show the deviations)

2) The rationale for the deviation(s)

3) An assessment of the deviations’ impact on the validity of the test case. J-STD-016:H.2.2(4.x.3)
c. Test log: This section should present, possibly in a figure or annex, a chronological record of the test events covered by this report. This test log should include: J-STD-016:H.2.2(5)
(1) Date(s), time(s), and location(s) of tests performed.
(2) Test environment, hardware, and software configurations used for each test. Including, as applicable, part/model/serial number, manufacturer, revision level, and calibration date of all hardware, and version number and name for the software components used. J-STD-016:H.2.2(5.b)
(3) Date and time of each test-related activity, the identity of the individual(s) who performed the activity, and the identities of witnesses, as applicable.

d. Rationale for decisions.

�Operational scenarios are a step-by-step description of how the proposed system should operate and interact with its users and its external interfaces (e.g. other systems). Scenarios should be described in a manner that will allow engineers to walk through them and gain an understanding of how all the various parts of the proposed system function and interact as well as validate that the system will satisfy the user's needs and expectations. Operational scenarios should be described for all operational modes, mission phases (e.g. installation, startup, typical examples of normal and contingency operations, shutdown, maintenance, and safing), and critical sequences of activities for all classes of users identified. Each scenario should include events, actions, stimuli, information, and interactions as appropriate to provide a comprehensive understanding of the operational aspects of the system. Based upon IEEE Std 1362-1998 Operational scenarios should span all the following items (during nominal, off-nominal, and stressful conditions) that could occur during operations: mission phase, mode, and state transitions; first-time events; operational performance limits; fault protection routines; failure detection, isolation, and recovery logic; safety properties; operational responses to transient or off-nominal sensor signals; ground-to-spacecraft uplink and downlink. Based on draft NPR2820


�Qualification methods may include:


a) Demonstration: The operation of the software item, or a part of the software item, that relies on observable functional operation not requiring the use of instrumentation, special test equipment, or subsequent analysis. J-STD-016:F.2.2(4)


b) Test: The operation of the software item, or a part of the software item, using instrumentation or other special test equipment to collect data for later analysis. J-STD-016:F.2.2(4)


c) Analysis: The processing of accumulated data obtained from other qualification methods. Examples are reduction, interpolation, or extrapolation of test results. J-STD-016:F.2.2(4)


d) Software Peer Review/Inspection:  A visual examination of a software product to detect and identify software anomalies, including errors and deviations from standards and specifications (� HYPERLINK "http://shop.ieee.org/ieeestore/" \t "_blank" �IEEE 1028-2008 IEEE Standard for Software Reviews and Audits�).  Guidelines for software peer reviews/inspections are contained in NASA-STD-2202-93, NASA Software Formal Inspection Standard.[NPR7150.2A: A.34]


e) Special qualification methods: Any special qualification methods for the software item, such as special tools, techniques, procedures, facilities, and acceptance limits.J-STD-016:F.2.2(4)
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